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PREFACE

Web Tools is supported for switches on Fabric OS a2.4.1 or later.

About This Guide

This guide provides the following information:

Chapter 1 Overview of Web Tools and a summary of the
Introducing Web Tools  information avail able through Web Toals.
Chapter 2 System requirements and instructions for
Installing Web Tools installing and launching Web Tools.

Chapter 3 Information about and instructions for using
Using Web Tools each of the windowsin Web Tools.



Related Publications

Related product information can be found in the following publications.
Those publications with part numbers are provided as printed copies with
your product. The HP Surestore FC Switch 6164 Documentation CD
contains al publications listed in the table below and is also provided with
your product.

Title Part Number
HP Surestore FC Switch 6164 Documentation CD A7326-11011

HP Surestore FC Switch 6164 Installation and A7326-90902
Reference Guide

HP Surestore FC Switch 6164 Quick Sart Guide A7326-90901
Distributed Fabrics User’s Guide, version 2.2 Available only on CD

Fabric OS Reference Manual, version 2.4 Available only on CD
Fabric Watch User’s Guide, version 2.2 Available only on CD
MIB Reference Manual, version 2.3 Available only on CD
QuickLoop User's Guide, version 2.3 Available only on CD
Zoning User’s Guide, version 2.2 Available only on CD

Information about fibre channel standards and the fibre channel industry in
general can be found on the Fibre Channel Industry Association web site,
located at:

http://lwww.fibrechannel.com

Getting Help

For support information, visit the HP web site located at:

http://www.hp.com
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Getting Software Updates

Firmware and software updates are found on the HP web site located at:

http://www.hp.com
New switch firmware can be installed from the following host operating

systems:

« UNIX

* WindowsNT

»  Windows 2000
»  Windows 98

*  Windows 95

Preface
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INTRODUCING WEB TOOLS

Web Tools runs on Fabric OS and provides a graphical interface that allows
the administrator to monitor and manage entire fabrics and individual
switches and ports from a standard workstation.

Web Tools provides the following information and capabilities:

» Monitoring of and the ability to manage the entire fabric:

The status of al switchesin the fabric
Access to event logs for entire fabric
Zoning functions

Access to the Name Server Table
Telnet functions

Switch beaconing for rapid identification in large fabric
environments

Loop diagnostics and query and control of loop interfacesto aid in
locating faulty devices

Ability to name and zone QuickL oops

13



» Monitoring of and the ability to manage individual switches:

Summary information about each switch

Access to event logs for individual switches

Switch configuration and administration

Ability to upgrade Fabric OS and license key administration
Report capability for switch configuration information

» Monitoring of and the ability to manage individual ports:

Port status

Information about Gigabit Interface Converter (GBIC) Serial IDs
Information about connected devices

Loop information

Port performance including frame counts (framesin, frames out) and
error counts

Views Available in Web Tools

Web Tools provides access to and information about the fabric through a
number of separate windows, making it possible to view several aspects of
the fabric at the same time.

Initial Display Upon Launching Web Tools (Fabric View)

Fabric View displays a control panel that provides access to fabric-wide
options, apanel for each switch in the fabric, plus alegend that explainsthe
meaning of the background colors on the Switch icons. Each panel contains
an icon that represents the switch itself, in addition to icons for Switch
Events and the Administrative and Telnet interfaces. The background color
of the Switch icon represents the status of that particular switch or
Integrated Fabric (as defined by the legend provided in the window).

14
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Note Switch statusis calculated approximately once per second; however
theinitial calculation does not occur until 30-60 seconds after the switch is
booted. It is calculated from the state of data structures in the switch, and
stored as the variable “ switchStatus”.

For all statusesthat are based on errors per time interval, any errors will
cause the status to show faulty until the entire sample interval has passed.

Information Accessible from Fabric View

Fabric Events View

Fabric Topology View

Name Server Table
View

Zone Administration
View

Summary View/Detail
View

Switch View

Introducing Web Tools

Displaysthe error log for the fabric, which is the combination of the error
logs of all the switchesin the fabric. Click the Fabric Eventsicon on the
control panel to access.

Displays physical configuration, including active domains, paths, and
routing information. Click the Fabric Topology icon on the control panel to
access.

Displays the Name Server Table for the fabric. Use to view information
about the devices attached to the fabric. Click the Name Server icon on the
control panel to access.

Provides an interface to Zoning, including zone settings, zone aliases,
QuickLoops, and zone configurations. Click the Zone Admin icon on the
control panel to access.

Toggles between summarized and detailed versions of Fabric View.

Displaysinformation about individual switches, including areal-time view
of switch status. Click the Switch icon on a switch panel to access. The
Switch View is also the launch point for the Switch Events View, Telnet
Interface, Fabric Watch View, Administrative Interface, Performance View,
and Port Information View. It includesicons that display the status of the
switch fans, temperature monitors, and beacon.
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Switch Events View

Telnet Interface

Administrative
Interface

Displaysthe error log for the switch. Click the Eventsicon on the switch
panel to access, or access through Switch View (see “ Switch Events View”
on page 16).

Provides an interface for using Telnet commands for switch diagnostics,
troubleshooting, and fabric management. Click the Telnet icon on the
switch panel to access, or access through Switch View (see “Telnet
Interface” on page 16).

Provides an interface for performing functions such as upgrading firmware
versions or reconfiguring a switch. Click the Admin icon on the switch
panel to access, or access through Switch View (see “Administrative
Interface” on page 17).

Information Accessible From Switch View

Port Information View

16

Power Supply Status

Switch Events View

Telnet Interface

Fabric Watch View

Fan Icon

Displays statistics and status for the selected port, GBIC, or loop. Also
provides options for managing loops. Click theicon for the relevant port in
Switch View to access.

The Power Supply icons on the switch graphic indicate the number of
power supplies present, and the LED on the power supply indicates the
status of the power assemblies.

Displaysthe error log for the switch. Click Eventsin Switch View to
access, or access through Fabric View (see “Initial Display Upon
Launching Web Tools (Fabric View)” on page 14).

Provides an interface for using Telnet commands for switch diagnostics,
troubleshooting, and detailed fabric management. Click Telnet in Switch
View to access, or access through Fabric View (see “Initial Display Upon
Launching Web Tools (Fabric View)” on page 14).

Monitors fabric elements and displays error and performance counter
status, issuing an aert when conditions are out of acceptable ranges. Click
Watch in Switch View to access.

The color of thisicon indicates the number of fansin the switch that are
within normal range (see the color legend in Fabric View).
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Administrative
Interface

Performance View

Beacon Icon

Temperature Icon

Introducing Web Tools

Provides an interface for performing functions such as upgrading firmware
versions or reconfiguring a switch. Click Admin in Switch View to access,
or access through Fabric View (see “Initia Display Upon Launching Web
Tools (Fabric View)” on page 14).

Graphically portrays real-time data throughput for each port and displays
total switch bandwidth utilization. Click Perf in Switch View to access.

Click to turn the beacon, which isan indicator light on the front panel of the
switch, on or off. The appearance of the icon indicates whether beacon is
lit.

The color of thisicon indicates the number of temperature sensorsin the
switch that are within range (see the color legend in Fabric View).

17
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2

INSTALLING WEB TOOLS

This chapter provides requirements and instructions for installing
Web Tools.

Requirements

The switch, the workstation and browser must meet specific requirements
for correct installation and operation of Web Tools.

Switch Requirements
Web Tools 2.3 can manage switches that meet the following requirements:

e 2400, 2800, 6164 switch
o Fabric OS a2.4.1or later installed
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Workstation Requirements

Installation

20

The following items are required the correct installation and operation of
Web Tools:
» Oneof the following operating systems:
— Windows 95, 98, or 2000
— Windows NT 4.0
» Adequate RAM (required for Windows operating systems only):
— 128 MB for fabrics of 21 switches or less
— 256 MB for fabrics containing more than 21 switches
» 5MB of freedisk space
» Oneof thefollowing web browsers:
— Netscape Communicator 4.51 or later
— Internet Explorer 4.01 or later

Note The browser must be configured to work with Web Tools. For
information about how to do this, see “Installing a Web Browser” on

page 21.

» The correct version of the Java Plug-in for the operating system:
— Windows 95, 98, NT, or 2000: Java Plug-in version 1.2.2-007 or later

Do the following to prepare to use Web Tools to manage your fabric:

» Install one of the supported web browsers on the workstation, if not
aready installed.

» Configure the web browser for use with Web Tools.

» |nstall the required Java Plug-in on the workstation, if not already
installed.

Web Tools User’s Guide



Installing a Web Browser

If not already installed, install one of the following browsers:

* Netscape Communicator 4.51 or later (available at
http://www.netscape.com).

» Internet Explorer 4.01 or later (available at http://www.microsoft.com).

Configuring the Web Browser

Installing Web Tools

Correct operation of Web Tools with either Netscape Communicator or
Internet Explorer requires specific browser settings.

Configuring Netscape Communicator

You must clear the web browser cache after installing Fabric OS a2.4.1.
Some browsers use local cache copies of jar files and/or image files to
improve performance (depending on the options selected in the browser)
which can corrupt display in Web Tools.

To remove cached files from Netscape Communicator:

Select Edit > Preferences.

Click Advanced in the left text box to expand it, then click Cache.
On the Cache panel, click Clear Memory Cache.

Click Clear Disk Cache.

Click OK.

Exit and relaunch the browser.

© g & w NP

Configuring Internet Explorer

You must clear the browser cache after installing Fabric OS a2.4.1. The
browser may use local cache copies of jar files and/or image files to
improve performance (depending on the options selected in the browser)
which can corrupt display.
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To remove cached files from Internet Explorer:

1. Select View>Internet Optionsif using Internet Explorer 4.x, or from the
Tools >Internet Optionsif using 5.x.

2. SdecttheGeneral taband click DeleteFiles... (under “ Temporary I nternet
Files").

3. Click OK, then exit and relaunch the browser.

You must also specify the appropriate settings for browser refresh

frequency.

Browser pages must be refreshed at every visit to ensure the correct
operation of the Switch Admin feature.
To set the refresh frequency:

1. Select View>Internet Optionsif using Internet Explorer 4.x, or from the
Tools>Internet Options if using 5.x.

2. Select the General tab and click Settings (under “ Temporary Internet
Files").

3. Under “Check for newer versions of stored pages”’, select “ Every visit to
the page’.

Finally, you must select the correct Browser Process Model.

To select the Browser Process Model:

1. Select View > Internet Optionsif using Internet Explorer 4.x, or Tools >
Internet Optionsif using Internet Explorer 5.x.

2. Select the Advanced tab and click to expand the Browsing category.

3. Under “Browsing”, select “Browse in anew process’ if using Internet
Explorer 4.x, or “ Launch browser windowsin aseparate process’ if using
Internet Explorer 5.x.
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Installing the Java Plug-in on the Workstation

A Java Plug-in must be installed on the workstation for the correct
operation of Web Tools. The required version depends on the operating
system.

Installing the Java Plug-in on Windows 2000 or NT
Windows 95, 98, 2000 and NT workstations require Java Plug-in version
1.2.2-007 or later.

To determine the version of the Java Plug-in installed on Windows 98, NT,
or 2000, and install if necessary:

1. Launch the Java Plug-in Control Panel from Start > Programs > Java
Plug-in Control Panel and turn on the Java Console.

2. Launchtheweb browser, enter the name or | P address of aswitch running
Fabric OSa.2.4.1 or later, and press Enter.

3. The switch launches the Java Plug-in console, which displays the Java
Plug-in version currently installed.

4. Determinewhether thecorrect JavaPlug-inversionisinstalled, andinstall
if necessary:

— If the correct version isinstalled, Web Toolsis ready to use.

— If no JavaPlug-inisinstalled, point the browser to a switch running
Fabric OS a2.4.1, follow the link to the Sun Microsystems web site,
download the correct Java Plug-in, and double-click the downloaded
filetoinstall the plug-in.

— If an outdated version is currently installed, uninstall it, relaunch the
browser, enter the address of a switch running Fabric OS a2.4.1 or
later, follow the link to the Sun Microsystems web site, and
download the new Java Plug-in.

Installing Web Tools 23



Launching Web Tools

You can launch Web Tools once the Java Plug-inisinstalled on the client
machine.

To launch Web Tools:

1. Launch aweb browser.

2. Enter the switch name or IP address in the Location/Address field
(for example: http://switchname/) and press Enter.

Web Tools launches, displaying the Fabric View.
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3

Fabric View

USING WEB TOOLS

This chapter describes the views and interfaces available through Web
Tools.

Note Switches can be accessed through different methods, such as through
the Front Panel, Telnet, SNMP, and the web, any of which can occur
simultaneously. To verify that modifications are correctly applied, ensure
that the switch is modified from only one connection at atime.

The Fabric View is the first web page that displays when you connect to a
switch, and it provides access to specific information about each switch, in
addition to other options and alegend explaining the colors used to indicate
switch status. Every switch in the fabric is represented by a switch panel in
Fabric View.
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To launch Web Tools and access Fabric View:
1. Launch aweb browser.

2. Enter the switch name or |P address in the L ocation/Address field and
press Enter. For example:  http://switchname/.

Note Thisswitch is assumed to be the local domain. For information
specific to a QuickLoop to be available, the QuickLoop switch must be
the host domain.

Web Tools launches, displaying Fabric View.

J File  Edit Miew Favoites Tools  Help
J Address I@ hitp: /304127

B oo | E— (]

i polied at: S2800 1:59 P solied at: 2800 1.5 P
% IFetis TpElas; Name: szt Hame 23
- | Fabric 05 wersian: w23 alphas Fabric 05 version: w23 alphad
Domain 10 3 Domain 10: 3
[T7] mame Server Bhemet IP: 182 .168.169.21 Bheme IF 192.168.180.23
—_——————— Bthemet Mask: 265 2652550 Bhemet Mazk 2552552550
B2 70ne Admin FCret |P: none FCnet IP: none
3 FEnet Wask nane F Cnet hask: none
— | Gawuay i 182.168.169.1 Gateway I 192.162.189.1
AN 10:00:00:60:69:01:83:41 NN 10:00:00:60:69:20:10:20

[5] surnmary view

[ BEE

AlEE

Healthy
Marginal polked at: S2800 154 PM AoNed ad. 28400 159 PAT
Hame: sqal? Hame sqald
D Down Fabric 05 wersion: 2.3 alphad Fabric 05 wersion: 2.3 alphad
Domain |D: 5 Domain 10 &
|| unmonitarad Ethemet IF: 182.16%.160.12 Ethemet |7 192.168.160.14
Ethemet hiask: 155,355 255 0 Ethemet hiisk 55,266 355 0
FCret |P: none FCnet IP: none
FCret hashk none FCnet hask: none
Gateway [P: 102.168.160.1 Gateway IP, 102.168.169.1
AN 10:00:00:60:69:10:23 33 AN 10:00:00:60:69:20: 181

Figure 1. Fabric View
Following is a description of the items visible in Fabric View.

The Control Panel (left side of Figure 1)

Fabric Events  Click to open Fabric Events View (for information about this view, see
B ranrceens | “Fabric Events View” on page 29).

Fabric Topology Click to open Fabric Topology View (for information about this view, see
B8 ranicTopongy | “Fabric Topology View” on page 31).
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Name Server Table
El Mame Server |

Zone Admin

% Zone Admin |

Summary/Detail View

|j| Summary View |

Satus Legend
Status Legend

Healthy

Marginal

|:| Do

|:| Unmonitored

Switch

Events
A

Admin

Using Web Tools

Click to open Name Server Table View (for information about this view,
see “Name Server Table View” on page 34).

Click to open Zone Administration View (for information about this view,
see “Zone Administration View” on page 36).

Toggle to view either the Summary or Detail version of Fabric View. The
Summary version shows abbreviated switch panels (see Figure 2). The
default view is Detail.

Defines meaning of colors visible in the background of the switch icons.
Each color indicates a different operational state:

 Green Healthy

* Ydlow Margina (mix of good and faulty readings)
* Red Down (more than two faulty readings)

* Gray Unknown or unmonitored

If no dataiis available from a switch, the most recent background color
remains displayed.

Note For all statusesthat are based on errors per time interval, any errors
will cause the status to show faulty until the entire sample interval has
passed.

The Switch Panel (right side of Figure 1)

Click to open Switch View for the switch. Each switch typeis represented
by adifferent icon. The background color around the icon indicates the
status of the switch (for information about this view, see “ Switch View” on

page 46).

Click to open Switch Events View to display the switch eventslog (for
information about this view, see “ Switch Events View” on page 51).

Click to open Switch Administration View (for information about thisview,
see “Administrative Interface” on page 74).
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Telnet

polled at: or
unreachable since:

Name:

Fabric OSversion:
Domain ID:
Ethernet IP:
Ethernet Mask:
FCnet IP:

FCnet Mask:

Gateway IP:

VWWWN:

Click to launch the Telnet interface for the switch (for information about
this view, see “Telnet Interface” on page 93).

Time of the last status check, or if currently unavailable, the time of the last
successful status check.

The name of the switch.

Version of Fabric OS installed on the switch.

A number that uniquely identifies the switch within the fabric.
Ethernet 1P address.

Ethernet subnetmask.

Fibre channel IP address.

Fibre channel subnetmask.

Gateway |P address.

Unique numeric identifier for the switch; assigned by manufacturer.
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Following is a picture of Fabric View with the Summary View selected:

2} Fabric View - Microsoft Intemet Explorer

J File Edit “iew Favortes Toolz Help |

| Address [&] hup:/sqa12/91ASIZEMODE “WINDOWS_SMALL =] @Go
B =
WIS R[S
—————| | nolkedat: 200 1:52 FM pofed at: 52900 1.52 FM
EE Fabric Topology Marne: =ga21 Narne =032
B T— 7| e A | E
E Name Server -il 4|_|
== @ || | sekdax /200 4.52 FIM polled at: 82000 4.52 PIM
% P — Marne: sqal2 Harne sgald
= — || )
D] solfed at: 200 1.52 FIM pofled at: 200 1.52 FM
e — Narne: =sqa10 Marme ey £
Status Legend = — —
il Ii = = = =
i 4| =] e | =)
) led at: Y200 1:52 PN lled at: 82900 1.52 FIM
Marginal Hame: ety Hame: et
DDWn == ==
D Umonioes || A || F| e |
polled at. /2700 1.52 FIM polled at: ot available
Mamne: =qa2i) Harne sga2d
[E— L]
palled at: 2000 1.52 I —
Harme: =qali

Figure 2. Summary Version of Fabric View

Fabric Events View

The Fabric Events View provides arunning log of eventsfor all switchesin
the fabric.

To access Fabric Events View:

1. Launch aweb browser.

2. Enter the switch name or IP address in the L ocation/Address field and
press Enter. For example:  http://switchname/.

Web Tools launches, displaying Fabric View.
3. Click Fabric Events.
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[
abric Events 1 =1 3

Time Count | Lewel Message

Sep 28131918 Ox10e6dh10 {Thad) Fiv-CHAMNGED fabricFRO00 (Fahric Reconfigure) val... | &

Sep 28 13:.09:36 0x10e6dh10 {{Thad) Fiv-CHANGED fabricFRO0O (Fahric Reconfigure) val...

Sep 2813:09:27 Ox10e6db1 0 {Thad) F-CHANGED fabricGS004 (Fabric GBIC change 4)

Sep 2810:30:12 0x10e6dh10 {Thad) Fin-BELOW eportState006 (E Por State Changes B) ...

Sep 2814:21:00 Ox10e6ddel {Thad) Fis-CHAMNGED fabricFROD0 (Fahtic Reconfigure) val...

Sep 2810:30:12 0x10e6dh10 {Thad) Fis-BELOW eportState03 (E Por State Changes 3) ...

Sep 2814:12:25 0x10e6d8e0 {Thad) FWW-BELOW eportState000 {E Port State Changes 03 ...

Sep 2810:30:12 Ox10ebdb1 0 {Thad) Fw-BELOW epartState000 (E Port State Changes 0 1

Sep2814:11:22 Ox10e6d3e0 {Thad) Fin-ABOVE eportState000 (E Port State Changes 0) 0.

Sep 2810:30:11 Ox10e6dh10 {Thad) Fiv-BELOW eponCRCs006 (E PortInvalid CRCs B) 0.

Sep 28141117 0x10e6d8el {{Thad) Fiv-CHANGED fabricFRO0O (Fahric Reconfigure) val...

Sep 2810:30:11 Ox10efdb10 {Thad) F-BELOW epartCRCs003 (E Part Invalid CRCs 3) i

Sep 28140117 0x10e6d8el {Thad) Fin-CHAMNGED fabricEDODD (Fabric E-port down val...

Sep 2810:30:11 Ox10e6dh10 {Thad) Fis-BELOW eponCRCs000 (E PortInvalid CRCs 0) 0.

Sep 28 11:31:48 0x10e6d8e0 {{Thad) FWW-BELOW eporiSiate000 {E Por State Changes 0) ...

Sep 28 10:30:11 0x10e6dh10 {Thad) FWW-BELOW eporiords006 (E Port Irvalid Words B) ...

Sep 28 14:31:27 0x10867240 {Thad) FW-CHANGED fabricFRO00 (Fabric Reconfigure) val

Sep2811:31:42 Ox10e6d3e0 {Thad) Fin-BELOW epontlink000 (E Port Link Failures 0) is b..

Sep 2810:30:11 Ox10e6dh10 {Thad) Fiv-BELOW eportiiords003 (E Port Invalid Words 3) ...

Sep 28 14:21:44 0x10e67240 {{Thad) Fiv-CHANGED fabricFRO0O (Fahric Reconfigure) val...

Sep 2811:31:31 0x10efdiel {Thad) Fiw-BELOW eportCRCs000 {E Part Invalid CRCs 0) i

[F) [7 [F) Y FIC) P FRCY FICY FXC) PR FCY FS FAC) PO FCR ) F) (FSY PIC) sy prey pry

Sep 2810:30:11 0x10e6dh10 {{Thad) Fin-BELOW epontSync006 (E Port Loss of Sync B) s .. ;I

Switch | Num...
50814 )l
=sgald 30
sgald 29
snald 28
snall 27
zgald a7
a1l 26
sgald 26
snall 28
snald 28
=gall 24
sgald 24
snald 23
snald 23
zgall 22
sgald 22
sgal? il
snall 21
snald 21
=sall 20
sgall 20
snald 20

aming: Applet Window

Figure 3. Fabric Events View

Note To sort the events by a particular column, click the column header.
To resize a column, drag the column divider.

Following is a description of the columns in the Fabric Events view:

Switch

Name of switch

Num... (humber)  Event number for affected switch

Time
Count
Level

M essage

30

Time of event
Number of consecutive occurrences of same event

Severity level of event:
panic (switch reboots)
critica

error

warning

information

debug

Description of event

a b~ wdNPEFO
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Fabric Topology View

Using Web Tools

The Fabric Topology View summarizes the physical configuration of the
fabric from the perspective of the “local domain” (the domain of the switch
entered as a URL in the web browser). This includes information about the
“destination domains’ (all other domainsin the fabric) and the paths
between each destination domain and the local domain.

To access Fabric Topology View:

1. Launch aweb browser.

2. Enter the switch name or |P address in the Location/Address field and
press Enter. For example:  http://switchname/.

Note The switch entered into the web browser isidentified by Web
Tools as the local domain.

Web Tools launches, displaying Fabric View.
3. Click Fabric Topology.
The Fabric Topology View displays.

J File  Edit ‘“iew Favortes Tools Help |

| Address [@] hutp: /132168 16921 JswFabric.him ~| @G0
View Fabric Topology from Switch sga21: j
There are total of 12 domains in the fabric

Local Domain ID: 2 (Switch Name: sqaZ1)
Deomain ID: 2 {(Switch Name: sqa21)
Domain ID: 3 {Switch Name: sqa23)
Domain ID: 4 {Switch Mame: sqa22)
Deomain ID: 5 {(Switch Name: sqal2)
Domain ID: & {Switch Name: sqald)
Domain ID: 10 {Switch Mame: sqall)
Deomain ID: 17 {Switch MName: 3q9al8)
Domain ID: 18 (Switch Name: s9a28)
Domain ID: 19 {Switch Mame: sqal?)
Deomain ID: 25 (Switch Name: sqa20)
Domain ID: 96 (Switch Name: sqa2d)
Domain ID; 222 {Switch Mame: sqall)

Active Paths:
[Destination Domain ID: 2 (Switch Name: sqa21) | x|

Figure 4. Fabric Topology View
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The window can be scrolled downwards to display information about
the individual paths between the local switch and each of the other

switchesin the fabric.

/] Fabric - Microzoft Internet Explorer

J File Edit “iew Favortes Toolz Help

| Addhess @] hitp://192.168,168.21 JswF abic.htm

Active Paths:

Destination I

in ID: 2 (Switch Mame: sqa21)

Destination's World Wide Mame:
10:00:00:60:69:01:8241

Mumber of Path(s) to Domain 2: 0

Destination I

in ID: 3 (Switch Mame: 5qa23)

Destination's World Wide Mame:
10:00:00:60:69:20:10:20

Mumber of Path(s) to Domain 2 1

Path Humber 1:

Cutput PortTnput Ports Hep CountDdletric Flag

0 1,7 3 3000

>

=l

Figure 5. Fabric Topology View, Scrolled Downwards

Following is a description of the fieldsin the Fabric Topology View:

View Fabric Topology  Liststhe switch in the domain that is assumed to

from Switch [switch
namej:

be thelocal domain.

Thereareatotal of [n] The number of domainsin the fabric.

domains in the fabric.
Local domain ID:

A number that uniquely identifies the local

switch within the fabric, and the name of the

switch.

Domain ID: (may be A number that uniquely identifies the switch

more than one)

within the fabric, and the name of the switch.
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Active Paths;

Destination
Domain ID:

Destination’s

Worldwide Name:

Number of Paths;

Path Number:

Output Ports

Input Ports

Hop Count

Metric
Flag

Thislineisfollowed by information about each
destination domain, including information about
each of the paths between that domain and the
local domain.

The ID of the destination domain that is
described in the lines following the ID. This
information and the two lines following it
display for each destination domain in the fabric.

The WWN of the destination domain.

The number of active paths between the
destination domain and the local domain.

The number assigned to the specific path
described in the table that follows this
information. Thisinformation and the following
table display for each path for which the domain
described above is the destination.

The number of output ports on the path between
the destination domain and the local domain.

The number of input ports on the path between
the destination domain and the local domain.

The number of hops (interswitch links) between
the local domain and the destination domain.

Metrics for traffic flow aong the path.
The flag assigned to the path.
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The Name Server Table View provides the name server entries listed in the
Simple Name Server database. Thisincludes al name server entries for the
fabric, not only those that are local to the local domain. Each row in the
table represents a different device.

To access Name Server Table View:

1. Launch aweb browser.

2. Enter the switch name or |P address in the Location/Address field and
press Enter. For example:  http://switchname/.

Web Tools launches, displaying Fabric View.
3. Click Name Server

"
2} Name Server Table Show - Micrasoft Internet Explarer =[O

|+

Name Server Tahle ‘

[~ |Auto Refresh  Auto-Refresh [ntzral 18 Secands Refresh
Domain # | Port# | Paort 1D ‘ Port Type | Port wwyyh | MNode Wi | Symbolic Mame =
14 1 13 ] 10:00:00:00:09:22:29 8¢ 00:00:00000:00:00000:00 NULL
14 2 1312ef ML 21:00:000e0:8b:01:5718 20:00:000e0:80:01:5718 NULL
19 3 131321 M 21:00:00ce0:8b:01e6:ad  200:00:000e0:8h:01:26:ad  NULL
212 0 del021 N 10:00:00:eB3:f1 51 10:00:00e 06301501 MULL
212 7 del?21 N 21:00:00ced:8h:01el:ad  20000:000e0:8h:01et:ad  WULL
2 7 0217el ML 2100:00:20:37:11:17:ab 20000:00:20:37:1117:ab [28] "SEAGATE ST118273 CLAR1
K 7 02172 ML 2100002037111 67 20:00:00:20:37:11:1d:67 [28] "SEAGATE ST118273 CLAR1
2 7 0217ed4 ML 2000:00:20:371112:06 20000:00:20:37:11:12:05 (28] "SEAGATE ST1182732 CLAR1T
2 7 0217e8 ML 20000020:37111:54 2000000203711 154 [28] "SEAGATE ST118273 CLAR1T
2 7 0217ef ML 2100002003711 1a:8a 20000:00:20:37:11:12:8a 28] "SEAGATE ST118273 CLAR1
2 7 0217d6 ML 2100:0020:37:11:1d:47 - 20000:00:20:37:11:1d:47  [28] "SEAGATE ST118273 CLARTY_
2 7 0217d9 ML 2100:0020:37:11:19:58 - 20000:00:20:37:11:19:58  [28] "SEAGATE ST118273 CLAR1T
2 7 0217da ML 2100:0020037:11:1d:39 20000:00020:37:11:1d:39 [28] "SEAGATE ST118273 CLART
2 7 0217de ML 21:00:00:20:37:111d:7¢ 20:00:00:20:37:111d:7e [28] "SEAGATE 8T118273 CLAR1
2 7 0217e0 ML 210000200371 cde 20000:00:20:37: 11 1cle [28]"SEAGATE ST118273 CLAR1
10 7 Oal7ed ML 2200:00:20:37:00cb5tha 20000:00:20:37:00b5:ha  [28]"SEAGATE ST39102FC  F3
< [

Done
4 | »I_I

Figure 6. Name Server Table View

Note To sort the events by a particular column, click the column
header. To resize a column, drag the column divider.
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The following fields are included in the Name Server Table View:

Auto Refresh Check to enable Auto Refresh or uncheck to disable.
Auto Refresh If Auto Refresh is checked, enter the number of

Interval seconds for the refresh interval.
Refresh Click to refresh the window immediately.
Done Click to close the window.

The Name Server Table aso includes the following columns:

Domain # The domain ID of the switch to which the deviceis
connected.

Port # The number of the switch port to which the deviceis
connected.

Port ID The port 1D of the device (24-bit hexadecimal value).

Port Type The port type of the device (N for fabric direct attached
port or NL for fabric direct attached |oop port).

Port WWN The worldwide name of the device port.

Node WWN The worldwide name of the device node.

Symbolic Name The symboalic name of the device assigned through the
SCSI INQUIRY command.

FC4 Types The fibre channel FC4 layer types supported by the
device, such asIP or FCP.

Ccos The fibre channel classes of service supported by the
device.

Fabric Port Name The name of the fabric port in use by the device.
Port IP Address The IP address of the fabric port.
Hard Address  The hard address of the fabric port.

Member of Zones The zones to which this device belongs. This column
does not update when the table is refreshed. To view
updated zoning information, close and reopen the
Name Server Table.
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Zone Administration View

Administrative privileges are required to access this view. If a switch or
device is added or removed from the network, it is necessary to save the
changes and relaunch the Zone Administration view for the changesto take
effect.

When administering Zoning, the following steps are recommended:

1. Define zone aliases to establish groupings.

2. Add zone members.

3. Place zones into one or more zone configurations.

4. Enable oneof the zone configurations (only one can be enabled at atime).

There are three separate methods for adding membersto a zone. Each
method corresponds to a zoning “mode,” and the combination of the
methods corresponds to an additional mode. Once a mode is selected, al
zoning operations must correspond to that mode, and any zones, aliases,
and configuration files which do not cannot be sel ected.

Port Level Zoning  Zoning by physical domain/port number. All aias,
zoning, and configuration file operations must be
performed using port. Aliases, zones, and
configuration files which have objects other than
ports cannot be selected or operated on.

WWN Level Zoning by WWNs only. All alias, zoning, and

Zoning configuration file operations must be performed by
WWNs. Aliases, zones, and configuration files
which have objects other than WWNSs cannot be

selected or operated on.
Device Leve Zoning by Quick Loop device. All alias, zoning, and
Zoning configuration file operationsmust beon AL_PAsina

QuickLoop. Aliases, zones, and configuration files
which have objects other than AL_PAsina
QuickL oop cannot be selected or operated on.
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Mixed Level Zoning by physical domain/port number, WWN, or

Zoning

selected to be a member of azone, alias, or
configuration file. This mode is supported for
backward compatibility with previous switches.

For more information about using Zoning, see the Zoning User’s Guide.

To access the Zone Administration View:

1.
2.

Launch aweb browser.

Enter the switch name or |P address in the Location/Address field and

AL_PA. With mixed level zoning, any object can be

press Enter. For example: http://switchname/. Thisswitchisassumed to

be the local domain.

Web Tools launches, displaying Fabric View.

Click Zone Admin.

The Zone Administration View displays (see Figure 7).

Note For information specific to QuickLoop to be available, the
QuickLoop switch must be the local domain.

Followingisalist of the tabs provided in the Zone Admin View, and the
pages on which they are described:

“Alias Tab” on page 38
“Zone Tab” on page 40
“QuickLoop Tab” on page 42
“Config Tab” on page 44
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You can use the Alias tab to create and manage aliases for devicesin the
fabric. An aias can have one or more members, including switches, ports,
WWNSs, and QuickLoop AL_PAs.

/J Zone Administration - Microzoft Internet Explorer

Alias | Zone | QuickLoop | Fabtic Assist| Config |
Alias Mame | j Create Alias | Delete Alias | RenameAIiasl
Member Selection List Alias Members
E-lagrSwitchPorts L
&m& (s5az4)
...... @ port_0
""" @ port_1 —  Add Host» |
...... @ port_2
...... @ port_3
...... @ port_4 .
______ ® port ¢ Add Member |
...... @ port_6
...... @ port_7
2-EBDomain_2(sqa1a00) S REWEE Memberl
...... @ port_0
...... @ port_1
...... @ port_2 Add Cther... |
...... @ port_3
...... @ port_4
...... @ port_a Add Other Host... |
...... @ port_6
...... ik ot T i
Apply | Cancel | Daone
K
Figure 7. Alias Tab in the Zone Administration View
Following is a description of the fields on the Alias tab:
Alias Name To modify an existing alias, select an alias name.
Create Alias Click to create anew alias. A dialog box appearsin

which you can enter the name of the new alias. All
names must be unigque and contain no spaces.
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Delete Alias

Rename Alias

Member Selection
List
Add Member

Remove Member

Add Other

Alias Members

Apply

Using Web Tools

Click to delete the alias selected in the Alias Name
field. Deleting an alias automatically removesit from
al zones.

Click to rename the alias selected in the Alias Name
field. A dialog box appears in which you can edit the
alias name. Renaming an alias automatically renames
itinall zones.

A list of potential alias members, including switches,
ports, WWNs, and QuickLoop AL_PAs.

Click to add the item selected in the Member
Selection List to the Alias Members list. You can add
individual ports or an entire switch. If aswitchis
added, all ports on the switch are added. To add a
device WWN, select either anode WWN (folder
icon) or port WWN (blue circleicon) from the WWN
sub-tree.

Click to remove the selected member selected from
the [Alias name] Members list.

Click to add a WWN, switch port, or QuickLoop
AL_PA that isnot availablein the Member Selection
List.

The member list of the dias selected in the Alias
Name field. The name of thislist depends on the

name of the selected dlias. If no aliasis selected, the
name displays as “null Members”’.

Click to apply all changes made since the Zone
Administration View was opened, including changes
made on other tabs in the view. Changes cannot be
cancelled once applied.
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Cancel Click to cancel al changes made since changes were
last applied, and to exit the Zone Administration
View. Changes cannot be cancelled once they are

applied.
Done Click to apply all changes made since the Zone

Administration View was opened and to exit the Zone
Administration View.

Zone Tab

You can use the Zone tab to create and manage zones. A zone can have one
or multiple members, and can include switches, ports, WWNs, aliases, and
QuickLoop AL_PAs.

4} Zone Administration - Microsoft Internet Explorer

Alias £one | QuickL00p| FabricAssist| Conﬂg|

Zone Name | j CreateZonel Delete Zone | RenameZonel

Member Selection List null Members

""" 290”—1 Add Member » |
...... port_2
""" g po:_; = Remove Member
...... po |
...... t7
...... gﬁﬁn‘a Add Other... |

...... ] part_14
E-Lobhiomain Frenatay hd

Apply Cancel Daone

Figure 8. Zone Tab in the Zone Administration View
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Following is adescription of the fields on the Zone tab:

Zone Name
Create Zone

Delete Zone

Rename Zone

Member
Selection List

Add Member

Remove
Member

Add Other

[Zone name]
Members

Apply

To modify an existing zone, select azone name.

Click to create anew zone. A dialog box appearsin
which you can enter the name of the new zone. All names
must be unigue and contain no spaces.

Click to delete the zone selected in the Zone Name field.
Deleting a zone automatically removes it from all zone
configurations.

Click to edit the name of the zone selected in the Zone
Namefield. A dialog box appearsin which you can edit
the name of the zone.

A list of potential zone members, including switches,
ports, WWNs, aliases, and QuickLoop AL_PAs.

Click to add the member selected in the Member
Selection List to the Zone Membersligt. If an entire
switch is selected, all ports on the switch are added to the
zone. You can aso select individual ports. To add a
device WWN, select either anode WWN (folder icon) or
port WWN (blue circle icon) from the WWNs sub-tree.
To add an diasto the zone, select it from the Aliases
sub-tree (the alias must aready exist).

Click to remove the selected member from the [Zone
name] Memberslist.

Click to add aWWN, switch, port, or QuickLoop AL_PA
that is not listed in the Member Selection List.

The members of the zone selected in the Zone Name
field. The name of thislist depends on the name of the
selected zone. If no zone is selected, the name displays as
“null Members”.

Click to apply all changes made since the Zone
Administration View was opened, including changes
made on other tabs in the view. Changes cannot be
cancelled once they are applied.
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Cancel Click to cancel all changes since the changes were last
applied and to exit Zone Administration. Changes cannot
be cancelled once they are applied.

Done Click to apply al changes made since the Zone
Administration View was opened and to exit the Zone
Administration View.

You can use the QuickL oop tab to create and manage QuickL oopsif used
in conjunction with Zoning. For information on managing the QuickL oop
feature separately, see “Loop Tab” on page 61.

4} Zone Administration - Microsoft Internet Explorer

Alias | Zone QuickLoop | Fabric Assist| Config |

QuickLoop Name | j Create Qloopl Delete Qloop | Rename Qloopl

Switch Selection List null Members

Domain_aisgal2)
Domain_Bisgal4)

Add Member = |
= Remove Memberl

Apply Cancel Daone

Figure 9. QuickLoop Tab in the Zone Administration View
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Following is a description of the fields on the QuickL oop tab:

QuickLoop Name

Create Qloop

Delete Qloop

Rename Qloop

Switch Selection
List
Add Member

Remove Member

[QuickL oop name]
Members

Apply

To modify an existing QuickL oop, select a
QuickLoop name.

Click to create a new QuickL oop. A dialog box
appears in which you can enter the name of the new
QuickLoop. All names must be unique and contain no
spaces.

Click to delete the QuickLoop selected in the
QuickLoop Name field. Deleting a QuickL oop
automatically removes it from all aliases, zones, and
zone configurations, including the associated
AL_PAs.

Click to edit the name of the QuickLoop selected in
the QuickLoop Name field. A dialog box appearsin
which you can edit the name of the QuickL oop.

A list of the switches available to add to the
QuickLoop.

Click to add the switch selected in the Switch
Selection List to the QuickLoop Members list.

Click to remove the selected member from the
[QuickLoop name] Memberslist.

A list of the members of the QuickLoop currently
selected in the QuickL oop Name field. The name of
this list depends on the name of the selected
QuickLoop. If no QuickLoop is selected, the name
displays as “null Members’.

Click to apply all changes made since the Zone
Administration View was opened, including changes
made on other tabs in the view. Changes cannot be
cancelled once they are applied.
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Cancel

Done

Click to cancel al changes since the changes were
last applied and to exit Zone Administration. Changes
cannot be cancelled once they are applied.

Click to apply all changes made since the Zone
Administration View was opened and to exit the Zone
Administration View.

You can use the Config tab to create and manage zone configurations. Zone
configurations allow you to enable or disable a group of zones at the same

time.

4} Zone Administration - Microsoft Internet Explorer

Alias | Zonhe | QuickLoop | Fabric Azsist Config |

Config Mame |

ZonefQLoop Selection List null Members

j Create Cfy | Delete Cfg | RenameCfgl

~{_J[Eones

{=__| GuickLoops

{] FAZones

Add Member = |
= Remove Memberl

[~ Enable Config

Config to enable Config currently enabled

Apply Cancel Daone

Figure 10. Config Tab in the Zone Administration View
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Following is a description of the fields on the Config tab:

Config Name

Create Cfg

Delete Cfg
Rename Cfg
Zone/QLoop
Selection List
Add Member

Remove Member

[Configuration
name] Members

Enable Config

Config to enable

Config currently
enabled

Apply

To modify an existing configuration, select a
configuration name.

Click to create a new configuration. A dialog box
appears in which you can enter the name of the new
configuration. All names must be unique and contain no
spaces.

Click to delete the configuration selected in the Config
Namefield.

Click to edit the name of the configuration selected in
the Config Name field.

A list of the zones and QuickL oops available to add to
the configuration.

Click to add the switch selected in the Zone/QL oop
Selection List to the Configuration Memberslist.

Click to remove the selected member from the
[Configuration name] Members list.

The members of the configuration selected in the Config
Name field. The name of thislist depends on the
selection. Only one configuration can be enabled at a
time; if none are enabled, zoning is not active in the
fabric.

Check to enable the configuration selected in the Config
Name field, or uncheck to disable it.

Displays the name of the configuration that is currently
selected for enabling. This configuration can be enabled
by clicking Apply.

Displays the name of the currently enabled
configuration. Only one configuration can be enabled at
atime.

Click to apply all changes made since the Zone
Administration View was opened, including changes
made on other tabs in the view. Changes cannot be
cancelled once they are applied.
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Cancel Click to cancel all changes since they were last applied
and to exit the Zone Administration View. Changes
cannot be cancelled once applied.

Done Click to apply al changes made since the Zone
Administration View was opened and to exit the Zone
Administration View.

The Switch View represents the front panel of the switch, and displays
when you click a Switch icon in Fabric View. This view provides
information about the overall status of the switch and the status of the
individual elementsin the switch. The information displayed is as close as
possibleto areal-time view of switch status. If the switch isnot functioning
properly, a message explains the problem detected.

Note Switch statusis stored as the variable “ switchStatus’, and is
calculated approximately once per second; however, the initial calculation
does not occur until 30—60 seconds after the switch is booted.

To access Switch View:
1. Launch aweb browser.

2. Enter the switch name or |P address in the L ocation/Address field and
press Enter. For example: http://switchname/.

Web Tools launches, displaying Fabric View.

Web Tools User’s Guide



Using Web Tools

3. Click the Switch icon.

43 Switch Management Application for sqal2 - Microsoft Intemnet Explorer

—

N 10:00:00:60:69:10:2a:3a
Comain ID: O

Role: Subordinate

State: Online

Firmware: w2.3_alphas

Serial #: 10:00:00:60:60:10:23:aa

swi: B : LEvile [Eol: I m

Ether IP:  102.163.168.12

Ether Mh: 255.255.255.0 & Q

FCIP: EEE Events | Telnet | ‘Watch

FC Nh: none

Gateway:  192.168.169.1 @I ﬂ
Adrnin Perf | Beacon

Figure 11. Switch View

Following is adescription of theitems and information available in Switch

View:

Port icons The letters in the Port icon indicate the Gigabit Interface

[ Converter (GBIC) type, asfollows:
* blank No GBIC present
« SW Short wave GBIC
e LW Long wave GBIC
e SWID Short wave seria ID GBIC
e LWID Longwaveseria ID GBIC

A yellow outline around a port icon indicates port failure.
For detailed port information, click the Port icon to see the
Port Information View.

Port numbers The number of the port.

(on the right
of each port)
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LED Status
Indicators

(round light
next to each

port)

LED Status
Indicators

(round light
next to each

port)

Power supply

Events

Events |

The color indicates the status of the port.

* Nolight No device attached

e Steady yellow Receiving light, but not
online; check cable
connections

» Slowly flashing yellow Disabled (diagnostics or
portDisable command)

* Rapidly flashing yellow Error, fault with port

e Steady green Online (connected with
device by cable)

o Slowly flashing green  Online but segmented
(loopback cable or

incompatible switch)
* Rapidly flashing green Internal loopback (diagnostic)

» Flickering green Online and
transmitting/receiving frames

Removable power assemblies are updated to show
presence/absence and status of each:

* Green Power supply present and operational
e RedX Power supply present but not
operational

e Coverplate  Power supply absent or not fully
plugged in

Click to access Switch Events View.

Web Tools User’s Guide



Using Web Tools

Telnet

Telnet

Fabric Watch
(optional
software)

al

Fan

Admin

Adrnin

Perf

=

Beacon

E’9‘300|'|| Beacon|

Click to launch a Telnet session.

Click to access Fabric Watch.

The background color of the button indicates the overall
status of the fans:

* Green Healthy

* Ydlow Marginal (mix of good and faulty readings)
* Red Down (more than two faulty readings)

» Gray Unknown or unmonitored

Click to display the Administrative Interface where you
can perform switch management functions.

Click to display the Performance View where you can
monitor switch performance.

Click to turn on the beaconing function. If on, thisicon
shows beams of light. The beaconing function helps to
physically locate a switch by sending asignal to the

specified switch, resulting in an LED light pattern flashing

from side to side on the switch.
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Temp

WWN

Domain ID

Role

State

Firmware
Serial #
Ether IP
Ether NM
FCIP
FCNM
Gateway

50

Click to display temperature readings from all switch
thermo sensors. The background color of the button
indicates the overall temperature status:

* Green Healthy

* Yellow Marginal (mix of good and faulty readings)
* Red Down (more than two faulty readings)

» Gray Unknown or unmonitored

Unique numeric identifier for each switch; assigned by
manufacturer.

Number that uniquely identifies the switch in afabric.

Indicates the current role of the switch.

* Principal The principal switch as defined by
FC_SW protocol.

» Subordinate Enabled but not the principal switch.

» Disabled Disabled.

Indicates the current state of the switch, which may be
online, offline, testing, or faulty.

Fabric OS version.

The serial number of the switch being viewed.
Ethernet | P address.

Ethernet netmask value.

Fibre channel 1P address.

Fibre channel netmask value.

IP address of default gateway. Must be properly set to
access switch from other networks.
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The Switch Events View displays arunning log of eventsfor the selected
switch.

To access Switch Events View:

1
2.

Launch aweb browser.

Enter the switch name or |P address in the Location/Address field and
press Enter. For example: http://switchname/.

Web Tools launches, displaying Fabric View.
Click the Switch icon.
The Switch View displays.

Click the Eventsicon.

Switch Events -- sqal2 = =13
Switch | Nurn... Time Count| Level Message
sgal2 iy Sep 28 14:31:271 4 0x10e67240 (Thad) PW-CHANGED fabricFRO00 (Fahric Reconfigu... [ &
sgall 20 Sep 28 14:21:44 |1 4 0x1 0867240 {Thad) PW-CHANGED fahricFRO00 (Fabric Reconfigu...
s0a12 14 Sep2314:21:441 4 0x1 0267240 {Thad) FW-CHANGED fabricEDO0O (Fabric E-port do...
s0al2 18 Sep 28 11:42.201 3 0x10e67240 {Thad) FW-BELOW epartState01 0 (E Port State Chan...
s0al2 17 Sep 28 11:42:201 3 0x1 0267240 {Thad) FW-BELOW eportState00d (E Port State Chan...
sgal2 16 Sep 28 11:42:201 3 Ox10e67240 (Thad) FW-BELOW eportState001 (E Port State Chan...
s0al2 14 Sep2811:422011 3 0x10e67240 ({Thad) PW-BELOW eportLinkd10 (E Port Link Failures...
snal2 14 Sep2811:42201 3 0x1 0267240 {{Thad) FW-BELOW epartLinkl04 (E Paort Link Failures...
s0al? 13 Sep2811:42:201 i} 0x10e67240 {Thad) FW-BELOW epartLinkd01 (E Part Link Failures
s0a12 12 Sep 281141171 3 0x1 0267240 ({Thad) FW-ABOVE eportStatedio (E Port State Chano...
s0al2 11 Sep 281141171 e} 0x10e67240 {Thad) FW-ABOVE eportSiate00d (E Port State Chang...
s0al2 10 Sep 281141171 e} 010267240 {Thad) FW-ABOVE eportSiate00? (E Port State Chang...
s0a12 4 Sep 281141171 3 0x1 0267240 (Thad) FW-ABOVE eporlink010 (E Port Link Failures ...
s0al2 g Sep 281141171 3 0x10e67240 {Thad) FW-ABOVE epartlinkd04 (E Port Link Failures ... ||
s0al2 7 Sep 281141171 3 0x1 0267240 {Thad) FW-ABOVE eportLink001 {E Port Link Failures ...
sgal2 G Sep 28 1141171 4 Ox10e67240 (Thad) F-CHANGED fabricFLOO0 {Fabric Fabric logi...
s0al2 i} Sep 281141171 4 0x10e67240 {{Thad) PW-CHANGED fabricZC000 (Fabric Zoning ch... _'I
‘aining: Applet ‘Window

Figure 12. Switch Events View

Note To sort the events by a particular column, click the column

header. To resize a column, drag the column divider.
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Following is adescription of the columns in Switch Events View:

Switch Name of switch.
Num... Event number.
Time Time of event.
Count Number of back-to-back occurrences of same event.
Level Severity level of event:
0 panic (switch reboots)
1 critical
2 eror
3 warning
4 information
5 debug
Message Description of event.

Port Information View

The Port Information View displays statistics for the selected port. This
information is automatically updated when the view is opened, and is also
refreshed periodically while the view remains open.

To access Port Information View:

1. Launch aweb browser.

2. Enter the switch name or |P address in the L ocation/Address field and
press Enter. For example: http://switchname/.

Web Tools launches, displaying Fabric View.
3. Click the Switch icon in Fabric View.
The Switch View displays.
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4, Click aPort icon.

Figure 13. Port Information View

The following tabs are available in Port Information View, and are
described on the pages listed:

« “PortStats Tab” on page 56

e “GBIC Tab" on page 58

e “Loop Tab” on page 61

Using Web Tools
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Following is adescription of the fields that are visible in Port Information
View regardless of which tab is selected:

Port WWN Worldwide name (WWN) of this port.
Port Module The GBIC type, as follows:

No GBIC present

« SW Short wave GBIC

e LW Long wave GBIC

e SWID  Short waveseria ID GBIC

e LWID Longwaveserial ID GBIC
Port Status The current status of the port.

No_Module No GBIC moduleisinthis

No_Light

No_Sync

In_Sync

Laser Flt

port.

Moduleis not receiving
light.

Moduleis receiving light
but out of sync.

Moduleis receiving light
and in sync.

Module signaling a laser
fault (defective GBIC).
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Port Status

Port Type

» TPort_FIt Port is marked faulty
(defective GBIC, cable,
or device).

» Diag_Flt Port failed diagnostics.
e Online Port is up and running.

» Lock Ref Port islocking to reference
signal.

Note Removing acable froman E_Port
temporarily generates errors, causing the
status to show as faulty. The status returns to
healthy when the sample interval has passed
(the default interval is 1 minute).

The type of port.

* E Port Switch link port
G _Port Generic port
 U_Port Universa port
* F_Port Fabric port

e FL_Port Fabricloop port
* L_Port L oop port
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The PortStats tab provides information about transmission speed, reception
speed, and the volume of traffic through the selected port.

E‘%Po t Information for sgal2 M= E

2] 3] 4] 5] &]| 7| 8] 9] 10] 11] 12| 13] 14] 15]

PortWit:  20:01:00:60:69:10:2a:3a
Fort Module:  sw (Serial id GBIC)

PortStats | GEIIC| ngp'

d-Byte Word Transmitted: 1551604305
d-Byte Word Received: 2027938545
Frames Transmitted: 3494519
Frames Received: 47343852
C2 Frames Received: o

C3 Frames Received: 47345093
Link Control Frames Received: 1334

Moast Frames Received: o

Moast Timeouts: o

Mcast Frames Transmitted: o

Tirme R_ROY Priority: 139678
Time BE_Credit Zero: o

Encd Errs Inside Frames: o

Frames with CRC Errs: o

Fort Status:  Online
Fort Type: E-Fort

Short Frames: o
Long Frames: o
Bad End-of-Frames: o
Encd Errs Outside Frames: 14
C3 Frames Discarded: o
LIF Ins: o
LIF Outs: u}
Last LIF Receiwved: 00,00
Frames Rejected: o
Frames Busied: o
Link Failure: 2
Los=s of Sync: 1
Loss of Signal: o

Wwarning: Applet Window

Figure 14. PortStats Tab in the Port Information View

Following is a description of the fields on the PortStats tab:

4-Byte Word Transmitted
4-Byte Word Received
Frames Transmitted
Frames Recelved

C2 Frames Received

C3 Frames Received

Link Control Frames
Received

Mcast Frames Received

Mcast Time-outs

Number of four-byte words transmitted.

Number of four-byte words received.

Number of frames transmitted.

Number of frames received.

Number of class 2 frames received.

Number of class 3 frames received.

Number of link control frames received.

Number of multicast frames received.

Number of multicast timeouts.
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Mcast Frames Transmitted
Time R_RDY Priority

Time BB_Credit Zero
Encd Errs Inside Frames
Frames with CRC Errs
Short Frames

Long Frames

Bad End-of-Frames

Encd Errs Outside Frames

C3 Frames Discarded
LIPIns
LIP Outs

Last LIP Received
Frames Rejected
Frames Busied
Link Failure

Loss of Sync
Loss of Signal

Number of multicast frames transmitted.

Number of times R_RDY has priority over

frames to be sent.

Number of times BB _Credit went to zero.

Number of encoding errorsinside frames.

Number of frames with CRC errors.

Number of frames shorter than minimum.

Number of frames longer than maximum.

Number of frames with faulty
end-of-frames.

Number of frames with encoding errors
outside frames.

Number of class 3 frames discarded.
Number of LIPs received.

Number of times loop initialized by
FL_Port.

Last LIPreceived: AL_PD, AL_PS.
Number of F_RJTs sent.

Number of F_BSY s sent.

Number of times NOS received/sent.
Number of timesloss of sync occurred.

Number of timesloss of signal occurred.
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The GBI C tab provides information about the GBIC ingtalled in the
selected port. Theinformation displayed depends on the type of GBIC
installed:

e Standard GBIC Module type (short wave, long wave, €etc.).

e Seia ID GBIC Module type, plus extended information about
capabilities, interfaces, and manufacturer.

* Smart Finisar GBIC All of the above information, plus GBIC active
status.

If the port does not contain a GBIC, the following information displays:
“Not aseria 1D GBIC. No GBIC info available.”

E‘%Poll Information for sgal2 M= EI
o 1]2]2] 4] 5] 8] 7] 2] 2] 10] 1] 12] 13] 14] 1]

PortWadm:  20001:00060:69:10:28:83 Port Status:  Online
PortModule:  sw (Serial id GBIC) Port Type:  E-Fort
PortStats ;|
Idertifier: Length Su: 0O {units 100 meters)
Connector: Length §0u: 55 (units 10 meters)
10 Name: an Length 825u: 27 (units 10 meters)
GEIC Speed:  100_MBis Length Cu: 0O {unitz 1 meter)
GEIC Media:  MS5,ME “endor Hame:FINISAR CORP.
GEIC Distance: Inter_dist “endor QU 00:90:65
Encoding: 8B10B “endor PN:  FTR-8519P-5A
Baud Rate: 12 (units 100 megabaud) Wendor Rew: 1A
ER Max: o Serial No: A21633T
ER Min: o Date Code:  OOO730
Options: Loss_of_Sig

Tx_Fault

Tx_Disable

Wwarning: Applet Window

Figure 15. GBIC Tab in the Port Information View
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Following is a description of the fields on the GBI C tab:

Identifier Indicates the type of serial transceiver, which can be
GBI C or on-board.
Connector Indicates the external connector type, which can be one

of the following:

« SC
* BNC/TNC
» Coaxia
ID Name Indicates the GBIC module type:

¢ - No GBIC present
°* SW Short wave GBIC
e lw Long wave GBIC
* swid  Short wave serial ID GBIC
* lwid Short wave serial ID GBIC
e cuid Short wave serial ID GBIC

GBIC Speed  Indicates the GBIC speed, which can be 100, 200, or 400
MBps.

GBIC Media  Indicates the transmission media, which can be:

e SM Single mode

+ M5 Multi-mode, 50u

« M6 Multi-mode, 62.5u

e TV Video coax

o MI Miniature coax

e TP Shielded twisted pair
e TW Twin axial pair

GBIC Distance Indicates the length of the fibre channel link, which can
be long distance, intermediate distance, or short distance.
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Encoding

Baud Rate
BR Max

BR Min

Options

Length 9u
Length 50u
Length 625u
Vendor Name
Vendor OUI
Vendor P/N
Vendor Rev
Serial No.
Date Code

Indicates the serial encoding mechanism, which can be
8B10B, 4B5B, NRZ, or Manchester.

Nominal baud rate in units of 100 Megabyte.

Upper limit at which GBIC meetsits specifications (in
units of 1 percent above nominal baud rate).

Lower limit at which GBIC meetsits specifications (in
units of 1 percent below nominal baud rate).

May indicate any of the following:

e Lossof Signa

e Lossof Signal Inverted

* Transmission Fault

» Transmission Disable

Length of link using single made fibre.
Length of link using 50um multi-mode fibre.
Length of link using 62.5um multi-mode fibre.
Name of vendor.

Unique identifier for vendor.

Vendor part number.

Vendor revision number.

Vendor seria number.

Vendor date code.

Smart GBIC Data (only displays if asmart GBIC is present):

Temperature Module temperature (in Centigrade).

Rx Power
Tx Power

Current

Received optical power in micro Watts.

Transmitted optical power in micro Watts (longwave
only).
Laser diode drive current in mAmps.
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The Loop tab provides information about any loop on the port, including
the following:

* Loop statistics

e Local AL_PA datistics

» QuickLoop looplet statistics (if the port is a member of the QuickL oop)
» QuickLoop statistics (if the port is amember of the QuickL oop)

If the port is not aloop-enabled port, the following information displays:
“Not an L_Port. No loop info available.”

E‘%Poll Information for sgal2 M= EI
ol 1] 2] 2] 4] 5] 6] 7] 2] 2] 10] 11 12| 13] 14] 1]
PortWWit:  20:0c:00:60:69:10:2a:aa Fort Status:  Online
Fort Module: cu Fort Type: L-Fart
Portstats | cBIC |
Loop Statistics: Local AL_PA List:
FL Port Transfer: 1972
FL Tenancies:
ML Tenancies:
Diag | LIF | Bypass Enable

Wwarning: Applet Window

Figure 16. Loop Tab in the Port Information View

Following is a description of the fields on the L oop tab:

FL Port Transfer Displays number of times FL_Port used
transfer state.

FL Tenancies Displays the number of times FL_Port opens
loop tenancy.
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NL Tenancies

Number of QL/Zone Inits
Caused

Number of Successful
QL/Zones Inits

Number of Failed
QL/Zone Inits

Number of Times Being
Bypassed

Last Time bypassed
Local AL_PA List

Number of QL Init
Attempts

Number of Successful
QL Inits

Number of Timesin
Single Switch Mode

Number of Timesin Dual
Switch Mode

Time of Last QL Init

Switch, Port Caused the
Last Init

Diag

Displays the number of times NL_Port opens
loop tenancy.

Displays number of times looplet has caused
QuickLoop to beinitialized.

Displays number of times looplet has
successfully initialized.

Displays number of times looplet failed to
successfully initialize.

Displays number of times looplet was not
included as part of QuickLoop.

Displays time that looplet was last bypassed.

Displayslist of AL_PAs associated with
devices connected to loop.

Displays number of times QuickLoop
attempted initialization.

Displays number of time QuickLoop
successfully initialized.

Displays number of times switch reverted to
single switch mode.

Displays number of times switch operated in
dual switch mode.

Displays time of latest QuickL oop
initialization.

Displays number of switch, port that caused the
latest initialization.

Click to open the Loop Diagnostics dialog box,
which alows you to run loop diagnostics
(requires password). For more information, see
“Loop Diagnostics Dialog Box” on page 63.
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LIP

Bypass

Enable

Click to open the L1P dialog box, which allows
you to initialize the loop (requires password).
For moreinformation, see“LIP Dialog Box” on

page 64.

Click to open the Bypass dialog box, which
allows you to bypass a specified loopl et
(requires password). For more information, see
“Bypass Dialog Box” on page 64.

Click to open the Enable dialog box, which
allowsyou to enable an AL_PA on a specified
looplet (requires password). For more
information, see “ Enable Dialog Box” on

page 65.

Loop Diagnostics Dialog Box
This dialog appears when you click DIAG on the Loop tab of the Port
Information View. You can use the L oop Diagnostics option to identify

faulty devices on aloop.

3 swd72 port 13 Loop Diagnostics - Micros... [Ei[=] E3

LOOP DIAGHOSTICS SUMMARY:
Port d status: ABORTED

Total no. of devices tested: 2

NOT TESTED
NOT TESTED
NOT TESTED
NOT TESTED
NOT TESTED
NOT TESTED
NOT TESTED

d out of ¥ AL_PAs (29% done).

= (] | Close |

Figure 17. Loop Diagnostics Dialog Box
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Following is adescription of the fieldsin the Loop Diagnostics dialog box:

Start Click to start the Loop Diagnostics on the specified
port.

Stop Click to stop (abort) Loop Diagnostics on the
specified port.

Close Click to close the Loop Diagnostics function.

LIP Dialog Box

You can use the LIP (Loop Initialization Process) option to initialize aloop
port. To access this option, click L1P on the Loop tab of the Port
Information View.

3 swd72 port 13 - Micr... [ =] E3

LIF the Port

Apply | Close |

Command Status

Figure 18. LIP Dialog Box

Following is adescription of the fieldsin the LIP dialog box:

Apply Click to initialize aloop port.
Close Click to close the LIP dialog box.

Bypass Dialog Box

You can use the Bypass option to bypass an AL_PA (adevice) on the loop
port. To access this option, click Bypass on the Loop tab of the Port
Information View.

3 swd72 port 13 - Micr... [ =] E3

AL_PAto Bypass :I
Apply | Close |

Command Status

Figure 19. Bypass Dialog Box

Web Tools User’s Guide



Using Web Tools

Following is adescription of the fieldsin the Bypass dialog box:

AL_PA toBypass Specify the AL_PA number to bypass.

Do not bypassthelast AL_PA on theloop, asthiswill
put it into aloopback state, requiring a reboot to
return it to an L-Port state.

Apply Click to bypassan AL_PA on theloop port (must be a
vaid AL_PA).
Close Click to close the Bypass dial og box.

Enable Dialog Box

You can use the Enable option to enable an AL_PA on the loop port that
was previoudy bypassed. To access this option, click Enable on the Loop
tab of the Port Information View.

3 swd72 port 13 - Micr... [ =] E3

AL_PAto Enable :I
Apply | Close |

Command Status

Figure 20. Enable Dialog Box

Following is a description of the fieldsin the Enable dialog box:

AL _PA to Enable Specify AL_PA to be enabled. Entering oxff will
enable al the AL_PAsin the loop.

Apply Click to enablethe AL_PA (must bevalid AL_PA).
Close Click to close Enable an AL_PA window.
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Fabric Watch View (Optional Software)

You can use Fabric Watch View to monitor fabric elements for potential
problem conditions. For detailed information about Fabric Watch, see the
Fabric Watch User’s Guide.

To access Fabric Watch View:

1. Launch aweb browser.

2. Enter the switch name or |P address in the L ocation/Address field and
press Enter. For example:  http://switchname/.

Web Tools launches, displaying Fabric View.
3. Click the Switch icon.

The Switch View displays.
4. Click the Watch icon.

The Fabric Watch View displays, with the Alarm Notifications tab
(described in the following section) selected by default.

Fabric Watch View contains the following tabs:

» Alarm Notifications
» Configure Thresholds
e Current Settings

In addition, an organizational tree appears on the left, showing all the
Fabric Watch areas regardless of which tab is selected. To expand or
contract afolder in the tree, double-click the folder.

Alarm Notifications Tab

You can use the Alarm Notifications tab to view and customize the Fabric
Watch notifications. You can either accept the default notifications or select
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the Custom option and specify the type of notification (Syslog,
SNMP_Trap, or Port log lock) for each type of event.

=4 Switch

GHIC

Port

E-Port

FIFL Copper Port
i @ FFL Optical Port
=-_4 Fabric

- & Fabric

sevsee

Alarm Notifications | Configure Threshmdsl CurremSemngsI

Alarm Notifications

Mame State Reason Old Value | MewYalue Time
erwTempl01|Marmal InBetween |28 28 11:41:17 on 09/28/2000
ermwTempl02|Marmal InBetwaen |30 an 11:41:17 on 09/28/2000
emwTempl03|MNarmal InBetween |27 27 11:41:17 on 08/28/2000
envTemp004|Mormal InBetween |32 32 11:41:17 on 098/28/2000
enyTemp005|Mormal InBetween |31 kil 11:41:17 on 09/28/2000
envFanl01  |Mormal Above 5430 5400 114117 on 08/28/2000
envFan002  |Mormal Ahove 5460 5460 11:41:17 on 08/28/2000
envFan003  |Mormal Ahove 5340 5370 11:41:17 on 08/28/2000

Figure 21. Alarm Notifications Tab in the Fabric Watch View

Using Web Tools
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Configure Thresholds

You can use the Configure Thresholds tab to view and configure Fabric
Watch thresholds for the Fabric Watch class currently selected in the
organizationa tree on the left side of the window.

/3 Fabric Watch for sqal2 - Microsoft Intemet Explorer

(4 Fabtic Watch
E@ Switch

% Port
# E-Port

—# FIFL Copper Port FAULTY
-4 FIFL Optical Port

=] 4 Fahbric

-4 Fabric

Figure 22. Configure Threshold Tab with the Environment Class Selected in the
Fabric Watch View
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The Configure Threshold display changes according to the class and area
selected in the organizational tree. However, the Configure Thresholds tab
always contains the following buttons:

Default
Apply

Reset

Click to return settings to default values.

Click to apply the values specified in the current
display. When Apply is clicked after a change,
the following dialog displays:

E‘%Alalm Delivery Mechanizsms x|
Alarm Mechanisms
[ SMMP Trap [ Forf Log Lock

[ETAE | Anply | RESED |

I‘Waming: Applet Window

Figure 23. Alarm Mechanism Dialog Box

To continue, select the type of alarm you want
and click Apply.

Click to undo the last changes that were applied.

Thresholds for the Environmental and GBIC Classes
The Environmental and GBIC classes both display a separate column for

each area (see Figure 22).

The columns for the Temperature, Fan, RX Power, and TX Power areas
contain the following items:

Threshold Type
drop-down list

High/Low
drop-down list

Scadle

Select the threshold type (outranged, above,
in-between, below, changed).

Sdlect to enter the high and low settings for the
threshold type selected in the Threshold Type
drop-down list (not available for al areas).

Specify the point at which you want to set the
specified threshold.

Areadrop-down list Select a Fabric Watch area.
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Watched checkbox Check or uncheck to specify whether you want this
areawatched (not available for all areas).

The columns for the Power Supply and Current areas contain the
following item:

“Send alarms Use this text box to specify whether you want to be
when” box notified when the areais in the acceptable range
(OK) orisfaulty (FAULTY).

Thresholds for the Remaining Classes

ThePort, E_Port, and F/FL Optical Port classes display the following fields
for each area (Link Loss, Sync Loss, Signa Loss, Protol Error, Invalid
Words, Invalid CRCs, State Changes, RX Performance, TX Performance):

Low text box Enter the lowest number of occurrences that are
acceptable.

High text box Enter the highest number of occurrences that are
acceptable.

Threshold Type Select the type of threshold.

drop-down list

Time period Select the time period you want applied to frequency

drop-down list measurements.
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The thresholds for the Port class are displayed in the following figure:

/§ Fabric Watch for sqal2 - Microsoft Internet Explorer

4 Falric watch
=4 Switch
-# Ervironment
# GBIC
ROt

-# E-Port o[ 0 Hgn[ 0 [omtranges =] fere =]

# FIFL CopperPort

-# FIFL Optical Port o) m ik m |—, ’—,

=4 Fabric

# Fabric aw | ofrn] o [outRanses =] [None =]

m m m m @ E |E = =

Figure 24. Configure Threshold Tab with the Port Class Selected in Fabric Watch

View

Using Web Tools
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Current Settings Tab

The Current Settings tab allows you to view the current Fabric Watch
threshold parameters for the area selected in the Fabric Watch tree.

3 Fabric Watch - Microsoft Internet Explorer

A Fabric Watch Alarm Notifications | Configure Thresholds | Current SeanS§|

I?!-‘sznch
f Current Settings

>>> ENVIRONMENT - TEMPERATURE <<<
-4 FIFL Copper Port

# FIFL Optical Port

E|- JFahr\c -- Begin 0f Temperature

—#% Fabric Low Threshold =10
High Threshold = 75
Trigger Type = BELOW
Alarm Method = SYSTEM LOG + SHMP TRAFP

- End 0f Temperature

-- Begin 0f enwTempOOL
Being Watched = YES
- End 0Of enwTempO0L

-- Begin 0f enwTenp0d02
Being Watched = YES
- End 0f envTenpO0Z

-- Begin 0f envwTenp003
EBeing Watched = YES
- End 0f envTenp003

-- Begin 0f envwTenp004
Being Watched = ¥ES -

Figure 25. Current Settings Tab in the Fabric Watch View

Performance View

72

The Performance View graphically displays throughput (megabytes per
second) for each port and also for the entire switch. “Port throughput” isthe
number of bytes received at a port plus the number of bytes transmitted.
“Switch throughput” is the sum of the throughput for al the ports.

To access Performance View:

1. Launch aweb browser.

2. Enter the switch name or |P address in the L ocation/Address field and
press Enter. For example:  http://switchname/.

Web Tools launches, displaying Fabric View.
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3. Click the Switch icon.

The Switch View displays.

4. Click the Performance icon.

Ega Performance for sgal2 =1 E3
Port 0 Port 1 Port 2 Port 2
10 MB| | 10 MB| | 10 MB| | 10 MB|
DI“'BI L ey DI“'BI [T 1l 1l DI“'BI L ey DI“'BI L 1l
1n| | 1n| | 1n| | 1n|
1 st et et e =) [T 1l 1l 1 st et et e ) it 1l
Port 4 Port & Port & Port 7
10 MB| | 10 MB| | 10 MB| | 10 MB|
DI“'BI L ey DI“'BI [T 1l 1l DI“'BI L ey DI“'BI L 1l
1n| | 1n| | 1n| | 1n|
1 st et et e =) [T 1l 1l 1 st et et e ) it 1l
Port & Port 9 Port 10 Port 11
10 MB| | 10 MB| | 10 MB| | 10 MB|
DI“'BI L ey DI“'BI [T 1l 1l DI“'BI L ey DI“'BI L 1l
1n| | 1n| | 1n| | 1n|
1 st et et e =) [T 1l 1l 1 st et et e ) it 1l
Port 12 Port 13 Port 14 Port 15
10 MB| | 10 MB| | 10 MB| | 10 MB|
DI“'BI L ey DI“'BI [T 1l 1l DI“'BI L ey DI“'BI L 1l
1n| | 1n| 1n| | 1n|
1 st et et e =) [T 1l 1l 1 st et et e ) it 1l
Legend Totalz
) 10 hB|
Transmitted uiBizec)
— Received (B/sec) 0 hB; I 1 L L L L L
— CRC Bmors (Framesfzec) 10
Graph tivks are ome mine.
=) [T 1l L e

I‘Waming: Applet Window

Figure 26. Performance View

In addition to the port graphs, a graph for the entire switch is provided at

the bottom of the window. Resizing the window changes the size and shape

of all the individual graphs.

In both the port and switch graphs, the horizontal axis represents elapsed

time and the vertical axis represents throughput. Each port graph contains
up to 60 seconds of performance data, and the switch graph at the bottom of
the view can contain up to four minutes of data.
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Administrative Interface

The Adminigtrative Interface provides access to the administrative
functions though the following tabs:

“Switch Admin Tab” on page 76

“User Admin Tab” on page 78

“Firmware Upgrade Tab” on page 80

“Reboot Switch Tab” on page 81

“SNMP Admin Tab” on page 82

“License Admin Tab” on page 84

“Remote Switch Tab (Optional Software)” on page 85
“QuickLoop Admin Tab (Optional Software)” on page 86
“Config Admin Tab” on page 89

“Extended Fabric Tab (Optiona Software)” on page 91

Note The Administrative Interface requires administrative privileges.
Once an administrative login is entered, administrative privileges remain
available until the web browser is exited.

To access the Administrative Interface:

1. Launch aweb browser.

2. Enter the switch name or |P address in the Location/Address field and

74

press Enter. For example: http://switchname/.

Web Tools launches, displaying Fabric View.
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3. Click the Admin icon on the switch panel.

Enter Hetwork Password EE3
% Fleaze type vour uzer name and password.
Site: 192.168.163.12
Fealm FC Switch AdministrationSecure Realm
User Mame I
Password I
[T Save this password in pour password list
’TI Cancel |

Figure 27. The Enter Network Password Dialog

4. Enter your user name and password. The logon account must have
administrative privileges.
5. Click OK.

The Adminigtrative Interface displays, with the Switch Admin tab
selected by default.
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Switch Admin Tab

You can use the Switch Admin tab to change | P information, enable/disable
a switch, change the domain, change the switch name, see which ports are
enabled, and enable/disable individual ports.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

192.168.169.12 26R 2852600
192.168.169.1

Figure 28. Switch Admin Tab
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Following is a description of the fields on the Switch Admin tab:

Switch Name

Domain ID

Extended Fabric

Switch Disabled

Ethernet IP

Ethernet
Subnetmask

Fibre Channel IP

Fibre Channel
Subnetmask

Gateway 1P

Displays or sets the switch name. To change the name,
enter new namein thisfield.

Displays or sets the switch domain ID. Domain IDs
must be unique within a fabric.

To change the domain ID, enter anew domain ID in
thisfield. Use a number from 1 to 239 for normal
operating mode (FCSW compatible) and a number
from 0 to 31 for VC encoded address format mode.

Check to allow portsto be configured for long distance,
or uncheck to turn the option off.

Check to disable the switch, or uncheck to enable the
switch.

Displays or sets the | P address for Ethernet connection
to switch.

Displays or sets Ethernet subnetmask. Default valueis
none. Contact the network administrator for the value
to enter. If changed, restart the browser.

Displays or sets the fibre channel |P address.

Displays or sets the fibre channdl subnetmask. If
changed, restart the browser.

Displays or sets the gateway |P address. Contact the
network administrator for the |P address. If changed,
restart the browser.

Syslog Daemon IP Displays or sets the destination station | P address for

Port No

sending events using syslog protocol to host. Contact
the network administrator for the IP address. If
messages are not to be sent, enter none or leave blank.
Maximum of six | P addresses. Enter multiple addresses
asalist, for example 192.16864.35, 192.16862.36, €tc.

Port number.
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Port Disabled

Commit
Configuration
Changes

Reset

User Admin Tab

If the box is checked, the port is disabled. To enablethe
port, uncheck the box.

Click to apply changes made.

Click to reset all fields to values present when Switch
Administration was launched.

You can use the User Admin tab to rename accounts or change passwords.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

Figure 29. User Admin Tab
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Using Web Tools

Following is adescription of the fields on the User Admin tab:

Access Level

Access level required — Admin or User.

ChangeUser Name Enter new user name.

To

Change Password
To

Verify Password

Commit User
Name/Password
Changes

Reset

Enter new password.
Re-enter password to verify.

Click to apply changes made.

Click to reset dl fields to values set at |ast
submission.
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Firmware Upgrade Tab
You can use the Firmware Upgrade tab to download firmware upgrades.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

fnathffilename

Figure 30. Firmware Upgrade Tab

Following is a description of the fields on the Firmware Upgrade tab:

Host Name or Host IP Displays or sets host name or host IP
address.

Remote User Name Displays or sets remote user name.

Download File From Enter path name for firmware download.

Select Protocol Select the protocol for the download.
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Password Required for FTP  Enter a password if FTP was selected as the

protocol.
Download Firmware Click to download firmware.
Reset Click to reset al fields to values present

when Firmware Upgrade was launched.

Reboot Switch Tab

You can use the Reboot Switch tab to reboot or fast boot the switch or to
disable Power On Self Test (POST) for future reboots.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

Figure 31. Reboot Switch Tab
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SNMP Admin Tab

82

Following is adescription of the fields on the Reboot Switch tab:

Disable POST

Commit Change

Reboot Switch

Fastboot Switch

Check to disable POST for future reboots, or uncheck
to enable POST.

Click to save settings.

Click to reboot the switch.

Click to perform afast reboot. A fastboot bypasses

POST. (It isthe same as a reboot with POST disabled.)

You can use the SNMP Admin tab to set SNMP options.

3 Switch Admin for sgal2 - Microsoft Intemnet Explorer

Switch ‘

User
Admin

Admin

System Name:

System Location:

System Contact:

Firmware
Upgrade

sqal2

Event Trap Level (0-5): |1_

Switch

Reboot § GNHMP
Admin

License |

Admin | Switch

Ethernet IP: 192.168.169.12
SNMP System Configuration:

Remaote | QuickLoop

Admin

Config

Extended
Admin

Fabric

System Description: |Fibre Channel Switch.

IEnd User Premise

|c1

SNMP Community and Trap Recipient Configuration:

| Community String | Trap Recipient
1 | [n.0.0.0
Read Write | 2 |[OrigEquiphir Jo.o.0n
3 Iprivate ID.D.D.D
4 |[public |192 168.13.240
Read Only | 5 |comm0n |[I.[I.[I.[I
6 ||FioreChannel Jo.oon
Commit SNMP Changes | Reset |

Enable Authentication Traps: W

Figure 32. SNMP Admin Tab
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Following is a description of the fields on the SNMP Admin tab:

System Description Displays or sets system description. Default is Fibre
Channel Switch.

System Location  Displays or setslocation of switch. Default is End
User Premise.

System Contact Displays or sets contact information for switch.
Default is Field Support.

Event Trap Level  Sets severity level of switch events that prompt
SNMP traps. Default is 0.

Enable Click on to enable authentication traps; click off to
Authentication disable (recommended).

Traps

Read Write Displays or sets up to three strings that work with the

Community String  SNMP set command.

Read Only Displays or sets up to three strings that work with the
Community String SNMP get or get-next command.

Read Write and Displays or sets recipients for traps (usually IP
Read Only Trap address of SNM P management station).

Recipients

Commit SNMP Click to apply changes made.

Changes

Reset Click to reset all fieldsto values present when SNMP

Administration was launched.
To disable the community string or trap recipient fields, leave them empty.
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License Admin Tab

You can use the License Admin tab to view alist of installed license keys
and features or to add or remove licenses.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

Figure 33. License Admin Tab

Following is a description of the fields on the License Admin tab:

License Key Enter license key to be added or removed.
Add License Click to add specified license.
RemoveLicense  Click to remove specified license.

Text box A list of the licenses installed on the switch.
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Remote Switch Tab (Optional Software)

You can use the Remote Switch feature to configure apair of switchesto
operate over an extended WAN interface so that they can communicate
across an ATM network by using a compatible Fibre Channel to ATM
gateway. For detailed information on the Remote Switch feature, see the
Distributed Fabrics User’s Guide.

You can use the Remote Switch tab to enable or disable the Remote Switch

feature on the sdlected switch.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

Figure 34. Remote Switch Tab

Using Web Tools

85



Following is a description of the fields on the Remote Switch tab:

Remote Switch Enabled Check to enable the Remote Switch feature, or
uncheck to disableit.

Commit Remote Click to apply changes made.
Switch Change
Reset Click to reset all fields to values present when

Remote Switch was launched.

QuickLoop Admin Tab (Optional Software)

You can use the QuickLoop Admin tab to manage QuickL oop features. For
information about managing the features available when QuickL oop and
Zoning are used together, see “Zone Administration View” on page 36. For
detailed information about the QuickL oop feature, see the QuickLoop
User's Guide.
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Using Web Tools

You can use the QuickLoop Admin tab to modify a QuickLoop or set up a

partner switch.

/ Switch Admin for £qal2 - Microsoft Internet Explorer

Admin | Admin | Upgrade

CQuickloop Config for sqal2

Switch ‘ User ‘ Firmware ‘ Reboot ‘ SHMP ‘ License ‘ Remote | QuickLoop ‘ Config | Extended ‘
Switch

¥ Enable Switch for QuickLoop Mode

Admin | Admin | Switch | Admin Admin | Fabric

Port No

0|1 |2 |3 |4 |5 6|7 |8 |9 |10 11 1213 |14 |15

CQuickloop Port Enabled:

T2 20 i 2 S ol i T T T T

CQuickloop Ports Bypassed

WWN Name |Domain Id
Current QuickLoop Partner :
10:00:00:60:69:20:02:6¢ | 5qal900 |2
Select a QuickLoop Partner for this Switch Isqa19.‘o 'l
Submit |
AL _PA Bitmap (in hexadecimal) : 00000000 Q0000000 GOO00000 000000
Local AL_PAs Remote AL_PAs
[ Port # (Fort Id) | AL PAs [ Port # (Fort Id) | AL PAs
[Not Available [Not Available

Figure 35. QuickLoop Admin Tab

Following is adescription of the fields on the QuickL oop Admin tab:

Enable Switch for
QuickLoop Mode

Port No

QuickLoop Port
Enabled

Check to enable the switch for QuickLoop, or
uncheck to disable the switch for QuickL oop.

Port number.

Check to enable the port for QuickL oop, or uncheck
to disable the port for QuickL oop.
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QuickLoop Ports
Bypassed

Current QuickL oop
Partner

Select a QuickLoop
Partner for this
Switch

Submit
Reset

AL_PA Bitmap (in
hexadecimal)
Local AL_PAs

Remote AL_PAs

If checked, indicates a port is currently bypassed.

Displays the current partner switch WWN, domain
ID, and switch name of a dual-switch QuickL oop.

Select a switch from the list of switch names
currently in the fabric as the partner switch of a
dual-switch QuickL oop.

Click to apply changes made.

Click to reset all fields to values present when
QuickLoop Administration was launched.

Displaysthe AL_PA bitmap at the end of a
QuickLoop initialization.

Liststhe AL_PAs of devices connected to the local
switch.

Liststhe AL_PAs of devices connected to the remote
switch in adual-switch QuickLoop. Thisinformation
only displaysif a partner is configured.
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Config Admin Tab

You can use the Config Admin tab to upload the switch configuration file
for archiving, or to download a new configuration file from the host.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

fnathffilename

[Fre =l I
__ UploadtoHost | DownloedtoSwich | Reset|

Figure 36. Config Admin Tab
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Following is a description of the fields on the Config Admin tab:

Host Nameor Host Specify the host name or host | P address.
IP

Remote User Specify the remote user name.

Name

Configuration File Specify the name of the configuration file to be
Name uploaded or downloaded.

Select Protocol Specify FTP or RSHD protocols.

Password Specify apassword if oneisrequired by the host.

Required for FTP
Upload to Host Click to retrieve configuration file from the switch.

Download to Click to send configuration file to the switch.

Switch

Reset Click to reset all fields to values present when
Configuration Administration was launched.

Switch Click to open a browser window displaying a status

Information report for the switch. Information can be printed or

Report saved tofile.

Switch Information Report

The Switch Information Report can be generated by clicking on the
corresponding link on the Conf Admin tab in the Switch Admin window. It
providesinformation about all the switches, interswitch links, and portsin
the fabric
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A Switch Information Report for sgal?2 - Microsoft Internet Explorer

J File Edit “iew Favortes Toolz Help

4]

| Addhess @] hitp: /192,168, 168.12/swFieport himl x| @Be
: : =
Switch Information Report for sqal2
List of Switches
Switch ID Worldwide Name Enet IP Aiddr FC IF
Z: fffcOzZ 10:00:00:60:69:01:583:41 192.165.169.21 0.0.0.
F: fffc03 10:00:00:60:69:20:10:20 192.165.169.23 0.0.0.
4: fffeO4 10:00:00:60:69:20:10:2k 192.165.169.22 0.0.0.
S5: fffcO5 10:00:00:60:69:10:2a:aa 192.165.169.12 0.0.0.
G: fffels 10:00:00:60:69:20:15:cf  192.165.1659.14 0.0.0.
10: fffela 10:00:00:60:69:30:05:03 192.165.169.10 0.0.0.
17: fffedll 10:00:00:60:659:02:39:75 192.165.169.158 0.0.0.
18: fffelz 10:00:00:60:69:10:19:kbd  192.165.169.258 0.0.0.
19: f£ffel3 10:00:00:60:69:20:02:6c 192.168.169.19 192.16
25: £ffecl9 10:00:00:60:69:20:02:1e 192.168.169.20 19Z2.16
96: £ffeel 10:00:00:60:69:20:10:52 192.168.169.24 192.16
Z22: fffede 10:00:00:60:69:30:05:10 192.165.1659.11 0.0.0.
The Fabric has 12 switches
Ethernet IFP Address: 192.165.1659.12
Ethernet Subnetmask: 255.255.255.0
Fibre Channel IF Address: none
Fibre Channel Subnetmask: none
Gateway Address: 192.168.169.1
Kernel: 5.3.1
Fabric 03: wi.3_alphas
Made on: Fri Sep 22 14:32:03 PDT 2000
Flash: Fri Sep Z& 14:47:17 PDT 2000
BootProm: Thu Jun 17 15:20:39 PDT 19599

o

Figure 37. Switch Information Report

Extended Fabric Tab (Optional Software)

Using Web Tools

The Extended Fabric feature allows you to configure ports for along

distance link of up to 100 km. For detailed information on this feature, see
the Distributed Fabrics User’s Guide.
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You can use the Extended Fabric tab to specify which ports you want to be
configured for distance and at what level.

<Y Switch Admin for sqal2 - Microsoft Internet Explorer

e 5 e e 2 e
| s afa] x| s x| a] ] ] ] ] ] ] ] ] o

Marrmal (no long distance)

Figure 38. Extended Fabric Tab

Following is a description of the fields on the Extended Fabric tab:

Port No Port Number.
Change Extended Check to designate the ports for which you want to
Fabric change the long distance configuration.

Configuration
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Configureselected Select the long distance level to be supported for the
port(s) to belong selected ports. There are three levels:
distance level

* Nolong distance

* 50km
* 100 km
Commit Click to apply configuration for Extended Fabrics.
Configuration
Changes
Reset Click to reset all fields to values present when

Extended Fabrics was launched.

Current Extended Displays current settings by port number.
Fabric Settings

Telnet Interface

Using Web Tools

Only one Telnet session can be active at atime.

Note The Telnet Interface requires administrative privileges. Once an
administrative login is entered, administrative privileges remain available
until the web browser is exited.

To access the Telnet Interface:
1. Launch aweb browser.

2. Enter the switch name or |P address in the Location/Address field and
press Enter. For example: http://Switchname/.

Web Tools launches, displaying Fabric View.
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3. Click the Telnet icon on the switch panel.
If aTelnet session is already active, the following message displays:

3 Telnet Session in Use on swd53 - Mic... [H[=] E3

Telnet session is in use by
account: admin via rlogin.
It has been idle for 139 minute(s).

Abort Session | Cancell

Figure 39. Telnet Session in Use Message
4. If this message displays and you want to abort the active session, click
Abort Session. Otherwise, click Cancel.

If there is no active session or it has been aborted, the following dialog
appears:

Enter Hetwork Password EE3
% Flease type your user name and password.
Site: 192.168.163.12
Fealm FC Switch AdministrationSecure Realm
User Mame I
Password I
[T Save this password in pour password list
’TI Cancel |

Figure 40. Enter Network Password Dialog Box

5. Enter your user name and password (the account used must have
administrative privileges).

6. Specify whether you want the password saved.
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Using Web Tools

7. Click OK.

¥ Telnet - 192.168.169.12 _[E]x]
LConnect Edit Temminal Help
Fabric 0S5 (tm) Release v2.3_alphaS
1login: I
A a7

Figure 41. Telnet Interface
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8b/10b encoding

Addressidentifier
AL _PA

Alias Address
Identifier

AliasAL_PA

Alias server

ANSI

API

Arbitrated loop

Arbitrating State

ASIC

GLOSSARY

Encoding schemethat convertseach 8-bit databyteinto a10-bit transmission
character. Used to balance ones and zeros in high speed transports.

Value used to identify source or destination of aframe.

Arbitrated Loop Physical Address. Unique 8-bit value assigned during loop
initialization to each port in an arbitrated loop.

An addressidentifier recognized by a port in addition to its standard
identifier. An alias address identifier may be shared by multiple ports.

AnAL_PA valuerecognizedby anL_Portinadditiontothe AL_PA assigned
to the port. Seeaso AL_PA.

Fabric software facility that supports multicast group management.

American National Standards Institute. Governing body for fibre channel
standardsin the U.SA.

Application Programming Interface. Defined protocol that allows
applications to interface with a set of services.

A shared 100 MBps fibre channel transport structured as aloop. Allows
communication between ports without using a switch. Requires successful
arbitration by aport beforeacircuit isestablished. Supportsup to 126 devices
and onefabric attachment. Similar to a“ shared bandwidth ring” on anetwork.

The state in which a port has become the loop master. This state is only
available from the Open state.

Application-Specific Integrated Circuit.
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ATM

AW_TOV

Bandwidth
BB_Credit

Beginning Running
Disparity
BER

Bit synch-ronization

Block

Broadcast

Buffer-to-buffer flow

control

Cascade

Circuit

Class 1

Class 2

98

Asynchronous Transfer Mode. Transport for transmitting dataover LANsor
WANSs that transmit fixed-length units of data. Provides any-to-any
connectivity and allows nodes to transmit simultaneously.

Arbitration Wait Timeout Value. The minimum time an arbitrating L_Port
waits for aresponse before beginning loop initiaization.

Thetotal transmission capacity of alink, cable, or system.

Buffer-to-buffer credit. The number of frames that can be transmitted to a
directly connected recipient or within an arbitrated loop. Determined by
number of available receive buffers. See aso Buffer-to-buffer flow control,
EE_Credit.

The disparity at the transmitter or receiver when the special character
associated with an ordered set is encoded or decoded. See also Disparity.

Bit Error Rate. Rate at which bits are expected to be received in error.
Expressed as ratio of error bits to total bits transmitted. See also Error.

The délivery of correctly clocked bits at the required BER. See also BER.

As applied to fibre channel, upper level application data that is transferred
in a single sequence.

Transmission of datafrom asingle sourceto all devicesinfabric, regardless
of zoning. See also Multicast, Unicast.

M anagement of frame transmission rate between directly connected ports or
within an arbitrated loop. See also BB_Credit.

Two or more interconnected fibre channel switches. For switches, a
maximum of seven hops is recommended (no path longer than eight
switches).

Established communication path between ports. Consists of two virtual
circuits that transmit in opposite directions. See also Link.

A connection-oriented servicethat provides adedicated connection between
two ports, with notification of delivery or non-delivery.

A multiplex and connectionless frame switching service between two ports,
with notification of delivery or non-delivery.
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Class 3

Class4

Class 6

ClassF

Class of service

CLS

Code Balance

Comma

Community (SNM P)

Connection I nitiator

Connection Recipient

CRC

Credit

CT_HDR

A connectionless frame switching service between two ports, without
notification of ddivery or non-delivery. Can also be used to provide a
multicast connection between originator and recipients, with notification of
delivery or non-delivery.

Connection-oriented servicethat providesavirtual circuit betweentwo ports,
including notification of delivery or non-delivery. Allowsfractional parts of
the bandwidth to be used in avirtual circuit.

Connection-oriented service that provides a multicast connection between
the multicast originator and recipients, including notification of delivery or
non-delivery.

A connectionless service for control traffic between switches, with
notification of delivery or non-delivery between the E_Ports.

A set of specific delivery characteristics and attributes for frame delivery.

Close Primitive Signal. The protocol used by a port in an arbitrated loop to
close acircuit.

The ration of one bit to the total number of transmitted bits.

Unique pattern (either 1100000 or 0011111) used in 8b/10b encoding to
specify character alignment within a data stream. See also K28.5.

Relationship between a group of SNMP managers and an SNMP agent, in
which authentication, access control, and proxy characteristics are defined.

A port that has originated a Class 1 dedicated connection and received a
response from the recipient.

A port that has received a Class 1 dedicated connection request and
transmitted aresponse to the originator.

Cyclic Redundancy Check. A check for transmission errors; included in
every dataframe.

As applies to fibre channel, the number of receive buffers available for
transmission of frames between ports. See also BB_Credit and EE_Credit.

Common transport header. A header that conforms to the Fibre Channel
Common Transport (FC_CT) protocol.
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CT_IU

Current Fill Word

Cut-through

Data word

Defined
configuration

Disparity

Distributed Fabrics

DLS

Domain ID

E_ D _TOV

E_Port

EE_Credit

100

Common transport information unit. An information unit that conforms to
the Fibre Channel Common Transport (FC_CT) protocol.

Thefill word currently selected by the LPSM (loop port state machine). See
also Fill Word.

Switching technique that all ows selection of atransmission routefor aframe
as soon as destination address is received. See also Route.

Type of transmission word that occurswithin frames. Theframe header, data
field, and CRC all consist of data words. See also Frame, Ordered set,
Transmission word.

Thecompleteset of al zoneobjectsdefinedinthefabric; canincludemultiple
zone configurations. See also Enabled configuration, Zone configuration.

Therelationship of onesand zerosin an encoded character. Neutral disparity
indicates an equal number of each, positive disparity amajority of ones, and
negative disparity amajority of zeros.

The combined user’s guides for Extended Fabrics and Remote Switch. Not
a software product.

Dynamic L oad Sharing. Dynamic distribution of traffic over avail able paths.
Allowsfor redistribution when an Fx_Port or E_Port comes up or down.

Unique identifier for the switch in afabric. Usually automatically assigned
by the switch, but can also be assigned manually. Can be any value between
1 and 239.

Error Detect Time-out Value. Time allowed for round-trip transmission
before recovery isinitiated. Can also be defined as the minimum time an
L_Port waits for sequence completion before initiating recovery. See al'so
R A TOV.

Expansion Port. A switch port that hasthe ability to connect to asimilar port
on another switch, allowing creation of an interswitch link. Seealso ISL.

End-to-end credit. The number of receive buffers allocated by recipient port
to originating port. Used by Class 1 and 2 services to manage exchange of
frames across intervening portsin fabric. See also End-to-end flow control,
BB Credit.
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Enabled
configuration

End-to-end flow
control
Error

Exchange

Extended Fabrics

F_Port

Fabric

Fabric name

Fabric OS
Fabric Watch

FC-AL-3

FC-FLA
FCP

FC-PH-1,2,3
FC-PI

The currently enabled zone configuration. Only one configuration can be
enabled at atime. See also Defined configuration, Zone configuration.

Governs flow of Class 1 and 2 frames between N_Ports. See also
Buffer-to-buffer flow control, EE_Credit.

As applies to fibre channel, amissing or corrupted frame, time-out, loss of
synchronization, or loss of signal. See also Loop failure.

As applies to fibre channel, a communication session between N_Ports
involving the transmission of one or more related sequences, in one or both
directions. See also Sequence.

Product that alows interconnection of fibre channel fabric over distances of
up to 100 kilometers.

Fabric Port. A port that can transmit using fabric protocol and can interface
over links. Can be used to connect N_Portsto a switch. See also FL_Port,
Fx_Port.

A fibre channel network of two or more switches. Also called a“switched
fabric.” See also SAN, Cascade.

Unique 64-bit identifier assigned to each separate fabric. Communicated
during login and port discovery.

Proprietary operating system on switches.

Product that allows monitoring and configuration of fabric and switch
elements.

The Fibre Channel Arbitrated Loop standard. Defined on top of FC-PH
standards.

The Fibre Channel Fabric Loop Attach standard.

Fibre Channel Protocol. Mapping of protocols onto fibre channel standard
protocols. For example, SCSI FCP maps SCSI-3 onto fibre channel.

The Fibre Channel Physical and Signaling Interface standards.
The Fibre Channel Physical Interface standard.
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FC-PLDA

FC-SW-2

Fibre channd
transport
FIFO

Fill word

FL Port

FLOGI

Frame

FRU

FS

FS ACC

FS IU

FS REQ
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TheFibre Channel Private L oop Direct Attach standard. Appliesto operation
of peripheral devices on private loops.

The Fibre Channel Switch Fabric standard, second generation. Specifies
tools and algorithms for interconnection and initialization of fibre channel
switches.

Protocol servicethat supports communication between fibre channel service
providers. See also FSP.

First In, First Out. May refer to adata buffer that followsthefirst in, first out
rule.

A word transmitted to keep afibre active. Either anidle or ARB ordered set.

Fabric Loop Port. A port that can transmit under both fabric protocol and
loop protocol. Can be used to connect NL_Portsto aswitch. Seealso F_Port,
Fx_Port.

Fabric Login. Process by which anode makesalogical connection to fabric.
Used by portsto determineif fabric is present, and if so to exchange service
parameters with the fabric. See also PLOGI.

Fibre channel structure used to transmit data. Consists of start-of-frame
delimiter, header, any optiona headers, data payload, cyclic redundancy
check (CRC), and end-of-frame delimiter. There are two types. dataframes
andlink control frames. Similar to the networking concept “ packet” . Seea so
Sequence, data word.

Field Replaceable Unit. A component that can be replaced on site.

Fibre Channd Service. A servicethat is defined by fibre channel standards
and exists at awell-known address. For example, Name Server isafibre
channel service. See also FSP.

Fibre channel services accept. The information unit used to indicate
acceptance of arequest for afibre channel service.

Fibre channel servicesinformation unit. An information unit that has been
defined by a specific fibre channel service.

Fibre channel servicesrequest. A request for afibre channel services
function, or notification of afabric condition or event.
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FS RJT

FSP

FSPF

Full-duplex

Fx_Port

G_Port

Gateway

GBIC

Gbps
GBps

Half-duplex

Hard address

Hardware
Translative M ode

Fibre channel servicesreject. Anindication that arequest for fibre channel
services could not be processed.

Fibre Channel Service Protocol. The common protocol used for all fabric
services, transparent to fabric type or topology. See also FS.

Fabric Shortest Path First. Routing protocol for fibre channel switches.

Mode of communication that allows a port to simultaneously transmit and
receive frames. See also Half-duplex.

Fabric port that can operate either as F_Port or FL_Port. See also F_Port,
FL_Port.

Generic Port. Port that can operate either as E_Port or F_Port. Ports are
defined asG_ Portswhen disconnected or have not assumed specific function
within fabric.

| P address assignment that provides translation for incompatible networks.
For example, ATM gateway can connect afibre channel link to an ATM
connection.

Gigabit Interface Converter. Removable seria transceiver module that
allows gigabit physical-layer transport for fibre channel.

Gigabits (1,062,500,000 hits) per second.
Gigabytes (1,062,500,000 bytes) per second.

Mode of communication that allows a port to either transmit or receive
frames, but not both at once. Theonly exceptionislink control frames, which
can be transmitted at any time. See also Full-duplex.

The AL_PA that an NL_Port attempts to acquire during loop initialization.

A method for achieving address trandation. The following two hardware

translative modes are available to a QuickL oop enabled switch:

» Standard Trandlative Mode: Allows public devicesto communicate with
private devices that are directly connected to the fabric.

* QuickLoop Mode: Allowsinitiator devicesto communicate with private
or public devices that are not in the same loop.
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HBA

Hub

Idle

IN_ID

Initiator

10D

IPA

ISL

Isolated E_Port

U

JBOD

K28.5

L_Port

L atency

104

Host Bus Adapter. Interface card between a server or workstation bus and
the fibre channel network. Similar to a network interface card.

Fibre channel wiring concentrator that collapses|oop topology into physical
star topology. Nodes are automatically added when active and removed when
inactive.

Continuoustransmission of an ordered set when no datais being transmitted
to maintain an active fibre channel link and bit, byte, and word
synchronization. See aso Fill word.

Initial identifier. Thefield in the CT_HDR where the port ID of the client
originator of aFibre Channel Services request.

Server or workstation that initiates communications with storage devices
over afibre channel network. See also Target.

In Order Delivery. A parameter that, when set, guarantees that frames are
delivered in-order if possible, and dropped if not.

Initial process associator. An identifier associated with a process at an
N_Port.

Interswitch Link. Fibre channel link from the E_Port of oneswitchto E_Port
of another. See also E_Port, Cascade.

A port that isonline but not operational between switchesdueto overlapping
domain ID or nonidentical parameterssuchasE D_TOVs.

Information Unit. Anindividual set of information as defined by higher level
process protocol definition, or upper-level protocol mapping.

Just a Bunch Of Disks. A number of disks connected in asingle chassisto
one or more controllers. See also RAID.

Special 10-bit character used to indicate beginning of transmission words
that perform fibre channel control and signaling functions. First seven bits
are comma pattern. See also Comma.

Loop Port. Node or fabric port that can use loop protocol or fabric protocol.
See also Non-participating mode, Participating mode.

Time required to transmit aframe, from the time sent until time of arrival.
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Link

Link services

LIP

LIS HOLD_TIME

LM_TOV

Login BB_Credit

Loop Circuit

Loop failure

L oop initialization

Loop_ID

L ooplet

LPSM

LWL

MIB

Monitoring State

As applies to fibre channel, a physical connection between two ports,
consisting of both transmit and receive fibres. See also Circuit.

Protocol for link-related actions.

Loop Initialization Primitive. Thesignal usedtobegininitializationinaloop.
Indicates either loop failure or resetting of a node. See also Loop
initialization.

The maximum period of time for a node to forward aloop initialization
sequence

Loop Master Timeout Vaue. The minimum time that the loop master waits
for aloop initialization sequence to return.

Thenumber of receivebuffersareceiving L _Port hasavailablewhen acircuit
isfirst established. Communicated through PLOGI, PDISC link services, or
FLOGI.

A temporary bidirectional communication path established between L _Ports.

Lossof signa withinaloop for any period of time, or loss of synchronization
for longer than the time-out value. Seealso E D_TOV.

Logical procedure used by L_Portsto discover environment. Can be used to
assign AL_PA addresses, detect loop failure, or reset anode. Seeaso LIP.

Hex value representing one of 127 possible AL_PA valuesin aloop.
Set of devices connected in aloop to a port that is part of another loop.

Loop Port State Machine. Logical entity that performs arbitrated loop
protocols and defines behavior of L_Ports when they require access to
arbitrated loop.

Long wavelength fibre optic cable. Based on 1300 nm lasers supporting
1.0625 Gbps link speeds. Connectors are color-coded blue. See also SAWL.

M anagement Information Base. SNM P structure that provides configuration
and device information to assist with device management.

The state in which a port is monitoring the flow of information for data
relevant to the port.
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Multicast

Multimode

N_Port

NAA

Name server

NL_Port

Node
Node name

Non-participating
mode

Nx_Port

Open Originator

Open Recipient

Open State

OPN
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Transmission of datafrom asingle source to anumber of specified N_Ports.
See also Broadcast, Unicast.

Fibre-optic cabling specification allowing up to 500 meters between devices.

Node Port. Port that can attach to afibre channel port. See also NL_Port,
Nx_Port.

Network address authority. An identifier that indicates the format of a
network address.

Service of storing names, addresses, and attributes for up to 15 minutes,
provided by a switch to other entitiesin fabric. Defined by fibre channel
standards, and existing at a well-known address. Also called Simple Name
Server, SNS, or directory service. Seealso FS.

Node Loop Port. An N_Port that can use loop protocol. Used to connect
equipment portsto fabric in loop configuration through FL_Port. See aso
N_Port, Nx_Port.

Fibre channel entity with one or more N_Ports or NL_Ports.
Uniqueidentifier for anode, communicated during login and port discovery.

ModeinwhichL_Portisinactiveinloop and cannot arbitrate or send frames,
but can retransmit received transmissions. Port entersmodeif there are more
than 127 devicesin loop, and an AL_PA cannot be acquired. See aso
Participating mode.

Node port that can operate as either an N_Port or NL_Port.

The L_Port that wins arbitration in an arbitrated loop and sends an OPN
ordered set to the destination port, then enters the Open state.

TheL_Port that receives the OPN ordered set from the open originator, and
then enters the Open state.

Thestateinwhich aport can establish acircuit with another port. A port must
be in the Open state before it can arbitrate.

Open Primitive Signal. The protocol used by a port that haswon arbitration
in an arbitrated loop to establish a circuit.
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Ordered set

Participating mode

Path Selection

Phantom device

Phantom address

PLOGI

Point-to-point
Port_Name
POST

Private NL_Port

Private device

Private loop
Protocol

Public NL_Port

Public device

A type of transmission word that occurs outside of frames, and is used to
manage frame transport and differentiate fibre channel control information
from data. Seeal so Dataword, Transmission word. Use 8b/10b mapping and
begin with the K28.5 character. They include frame delimiters (which mark
frame boundaries and describe frame contents), primitive signals (indicate
events), and primitive sequences (indicate or initiate port states).

Modeinwhichan L_Portinaloop hasvalid AL_PA and can arbitrate, send
frames, and retransmit received transmissions. See also Non-participating
mode.

The selection of atransmission path through the fabric. Switches use the
FSPF protocol.

Device not physically in aloop but logically included by phantom address.

AL_PA valueassigned to device not physically inloop. Also called phantom
AL_PA.

Port Login. Port-to-port login process by which initiators establish sessions
with targets. See also FLOGI.

Two fibre channel devices connected by a direct link. See also Topology.
Unique FCidentifier for port, communicated duringlogin and port discovery.
Power On Self Test. Series of self-testsrun after aswitch isrebooted or reset.

NL_Port that doesnot log into thefabric and communicatesonly with private
NL_Portsin same loop.

Device that supports arbitrated loop protocol and understands 8-bit
addresses, but cannot log into fabric.

An arbitrated loop with no fibre channel attachment.
A defined method and standards for communication.

NL_Port that logsinto thefabric, can function within public or privateloops,
and can communicate with public or private NL_Ports.

Device that supports arbitrated loop protocol, understands 8-bit addresses,
and can log into fabric.
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Public loop
QuickL oop

R_A_TOV

RAID

Remote Switch

Request Rate

Route

RR_TOV

RSCN

SAN

Sequence

Service Rate
Sl

Single mode
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An arbitrated loop attached to a switch.

Can indicate either the product that allows private devices within loops to

communicate over the fabric with other devices, or the set of actual devices
or looplets connected in aloop by QuickL oop technology. All devicesin a
QuickLoop shareasingle AL_PA space and behave asif they arein oneloop.

Resource Allocation Time-out Value. Maximumtimeaframe can bedelayed
in the fabric and still be delivered. Seealso E D_TOV.

Redundant Array of Independent Disks. Collection of disk drivesthat appear
as asingle volume to the server, and are fault-tol erant through mirroring or
parity checking. See also JBOD.

Product that enables two switches to connect over an ATM connection.
Requires compatible fibre channel-to-ATM gateways. Can be up to 10
kilometers distance between each switch and respective gateway.

Therate at which requests arrive at a servicing entity. See also Service Rate.

As applies to fabric, a communication path between two switches.Routing
isthe assignment of Class 2 or 3 framesto the most appropriate switch ports
for the intended destinations. See also FSPF.

Resource Recovery Timeout Value. The minimum time atarget devicein a
private loop must wait after a LIP before logging out a SCSI initiator. See
asoE D TOV,R A TOV.

Registered State Change Natification. Switchfunctionthat sendsnotification
of fabric changes from the switch to specified nodes.

Storage AreaNetwork. Network of systems and storage devicesthat usually
communicate using fibre channel protocols. See also Fabric.

A fibre channel structure containing one or more frames transmitted in a
unidirectional manner between N_Ports. See also Exchange, Frame.

The rate at which an entity can service requests. See also Request Rate.
Sequence Initiative.

Fibre-optic cabling standard that providesfor distancesof upto 10kilometers
between devices.
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SNMP

SNMPv1

SNS

Switch

Switch Domain_ID

Switch name

Switch Port
SWL

Target

Tenancy

Throughput

Topology

Transfer State

Translative mode

Simple Network Management Protocol. Internet management protocol that
does not rely on underlying communication protocols and can therefore be
made available over other protocols, such as UDP/IP. Uses IP for network
layer functions and UDP for transport layer functions, or TCP/IP for both.
See also Community (SNMP).

The original standard for SNMP, now labeled v1.
Simple Name Server. See Name server.

A combination of hardware and firmware that routes frames according to
fibre channel protocol. Switches can have G_Ports, E_Ports, F_Ports, and
FL_Ports.

Uniqueidentifier for aswitch, used in routing frames. Usually automatically
assigned by the switch, but can be manually assigned by administrator.

Arbitrary name assigned to switch by administrator. See also Switch
Domain_ID.

Port on a switch. Switch ports can be E_Ports, F_Ports, or FL_Ports.

Short wavelength fiber-optic cable. Based on 850 nm lasers supporting
1.0625 Gbps link speeds. Connectors are color-coded black. See also LWL.

Storage device that receives communications from a server or workstation
over afibre channel network. See also Initiator.

The time from when a port wins arbitration in aloop until the same port
returns to the monitoring state. Also referred to as loop tenancy.

The rate of data flow achieved within a cable, link, or system. See also
Bandwidth.

As applies to fibre channel, the structure of the fibre channel network and
the resulting possible communication paths. There are three fibre channel
topologies: point-to-point, fabric, and arbitrated loop.

A state in which a port can establish circuits with multiple ports without
reentering the arbitration cycle for each circuit. This state can only be
accessed by an L_Port in the Open state.

Modeinwhich public devices can communicate with private devices across
fabric.Trangd ates 8-bit to 24-bit addresses.
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Transmission
Character
Transmission Word
Trap (SNMP)

Tunneling

U_Port

UDP

ULP

ULP_TOV

Unicast

Web Tools

Well-known address

WWN

Xmitted Close State
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A 10-bit character encoded according to the rules of the 8b/10b algorithm.
See also 8b/10b encoding, Transmission word.

Group of four transmission characters, totaling 40 bits. Twotypes: datawords
and ordered sets. See also Data word, Ordered set, Transmission character.

Message sent by SNMP agent to inform SNM P management station of
critical error. See also SNMP.

Technique for enabling source and destination hosts to communicate when
on same type of network but connected by a different type of network.

Universal Port. Switch port that can operate as G_Port, E_Port, F_Port, or
FL_Port. A port isdefined asaU_Port if not connected or if it has not
assumed a specific function in the fabric.

User Datagram Protocol. A protocol that runs on top of 1P and provides port
multiplexing for higher layer protocols.

Upper Layer Protocol. Protocol that runs on top of fibre channel. Typical
upper layer protocols: SCSI, IP, HIPPI, IPI.

Upper Level Timeout Value. The minimum time that a SCSI ULP process
waits for SCSl status before initiating UL P recovery.

Transmission of datafrom a single source to single destination. See also
Broadcast, Multicast.

Product that provides a graphical interface for monitoring and managing
individual switches or entire fabrics from standard workstations.

Asappliestofibrechannel, alogical address stored on the switch and defined
by fibre channel standards as being assigned to a specific function.

World Wide Name. Identifier that is unique world-wide. Each entity in a
fabric has a separate WWN.

The state in which an L_Port cannot send messages, but can retransmit
messages within the loop. A port in the XMITTED CLOSE state cannot
attempt to arbitrate.
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Zone Set of hosts and devices attached to same fabric and having access
permission, including RSCNs and user data, to each other. Entitiesinside a
zone are not visible to entities outside the same zone, even if the outside
entities are in another zone. Equivalent to network term “virtual LAN”.

Zone configuration A specified set of zones. Enabling a zone configuration enables all zonesin
that configuration. See also Defined configuration, Enabled configuration.

Zoning Product that allows partitioning of fabric into logical groupings of devices.
See also Zone.
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A
administrative interface 16, 17, 74

Config Admintab 89
Extended Fabric tab 91
Firmware Upgrade tab 80
License Admin tab 84
QuickLoop Admin tab 86
Reboot Switch tab 81
SNMP Admin tab 82
Switch Admintab 76
User Admintab 78
AL PA
bypass option 64
enable option 65
Alarm Notifications tab, Fabric Watch View 66
Alias Settings tab, Zone Administration
View 38

B
beacon, status of 17, 49

browser
installing 21
regquirements 20
bypass option, AL_PA 64

INDEX

C
Config Admin tab, administrative interface 89

Config Settings tab, Zone Administration
View 44

Configure Thresholds tab, Fabric Watch
View 68

Current Settings tab, Fabric Watch
View 72

D
domain information 31

E
enable option, AL_PA 65

Extended Fabric tab, administrative
interface 91

F
Fabric Events View 15, 29

Fabric Topology View 15, 31

Fabric View 14, 25

Fabric Watch View 16, 66
Alarm Notifications tab 66
Configure Thresholds tab 68
Current Settingstab 72
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fan, status of 16, 49

Fibre Channel Association 10

Firmware Upgrade tab, administrative
interface 80

G
GBIC tab, Port Information View 58

I

installing
JavaPlug-in 23
web browser 21

interfaces
administrative 74
Telnet 93

J

Java Plug-in
installing 23
reguirements 20

L
launching Web Tools 24

License Admin tab, administrative interface 84
loop diagnostics 63

loop initialization process (L1P) 64

Loop tab, Port Information View 61

N
Name Server Table View 15, 34

P
Performance View 17, 72

Port Information View 16, 52
GBIC tab 58
Loop tab 61
PortStats tab 56
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PortStats tab, Port Information View 56
power supply, status of 16, 48

Q
QuickLoop Admin tab, administrative

interface 86
QuickLoop Settings tab, Zone
Administration View 42

R
Reboot Switch tab, administrative interface 81

Remote Switch 85
requirements
JavaPlug-in 20
switch 19
web browser 20
workstation 20

S
SNMP Admin tab, administrative interface 82

software, updates 11
status

beacon 17, 49

fan 16, 49

power supply 16, 48

temperature 17, 50
Summary/Detail view 15
support, technical 10
Switch Admin tab, administrative interface 76
Switch Events View 16, 51
switch requirements 19
Switch View 15, 46

T
technical support 10

Telnet interface 16, 93
temperature, status of 17, 50
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U

updates, software 11

User Admin tab, administrative interface 78

\Y

views

\W

administrative interface 16, 17, 74

Fabric 14, 25

Fabric Events 15, 29
Fabric Topology 15, 31
Fabric Watch 16, 66
Name Server Table 15, 34
Performance 17, 72

Port Information 16, 52
Summary/Detail 15
Switch 15, 46

Switch Events 16, 51
Telnet interface 16, 93
Zone Administration 15, 36

Web 110
web browser

installing 21
reguirements 20

workstation requirements 20

Z
Zone Administration View 15, 36

Zone Settings tab, Zone Administration

Alias Settings tab 38
Config Settings tab 44
QuickLoop Settings tab 42
Zone Settings tab 40

View 40
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